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The vision of Tokenized Finance is structured 
in three main parts:

1.

2.

3.

In the Outline of the report the motivation, goals, scope and 
 approach of the vision are defined. The chapter includes a newly 
developed map of tokenized finance as well as an introduction 
of the respective ecosystem. The map introduces the elements 
of the vision, and guides through the report at hand.

Subsequently, the elements of the vision are being introduced: 

 ▪ Firstly, as prerequisites the most important three contextual 
elements of the ecosystem are explained: regulation, 
KYC & digital identity, cyber & token security.

 ▪ The main part of the report contains explanations of the 
six main elements of the Vision of Tokenized Finance. 
These six elements show several interrelations but are still 
self-contained and were developed by respective subject 
matter experts of members of SFTI.

 ▪ Lastly, the project identified an accelerating factor, which will 
play an essential role to propel the identified elements into 
practice: interoperability.

The last chapter combines all elements and presents a coherent 
vision as a conclusion and suggests a way forward to close the 
gaps.
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Executive 
 summary

The vision of tokenized finance is a forward looking vision for the coming 
10 years in the space of Digital Assets in Switzerland. Tokenization has 
been identified as one of the biggest trends in the financial services indus-
try. Hence, tokenized finance is a fast-growing industry that leverages 
blockchain technology to create a more open and accessible financial sys-
tem. The SFTI paper on the vision for tokenized finance in Switzerland is 
describing how to create a financial system that is more inclusive, trans-
parent and efficient than the traditional financial system (TradFi) we are 
currently experiencing.
Tokenized finance aims to create a new infrastructure for the FS industry, 
platforms and applications that allow for the creation and exchange of 
products based on digital assets (i.e. tokenized shares, stablecoins, CB-
DCs, staked crypto currencies, non-fungible tokens). This allows for faster 
and cheaper transactions, greater transparency, and more accessibility for 
people who are currently underserved by the traditional financial system.

The potential benefits of tokenized finance are numerous, including: 

1. Increased transparency: Blockchain technology allows for greater 
transparency in financial transactions, reducing the potential for fraud 
and corruption.

2. Increased efficiency: Tokenized finance can automate many financial 
processes, reducing the need for manual intervention and increasing 
efficiency.

3. Lower transaction costs: By making use of a simplified infrastructure 
based on the blockchain technology, tokenized finance can reduce 
transaction costs and make financial transactions more affordable for 
everyone.

4. Greater financial inclusion: Tokenized finance has the potential to 
 provide financial services to people who are currently underserved  
by the traditional financial system. 
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The vision of tokenized finance in Switzerland is similar to the worldwide 
vision of tokenization, as Switzerland is one of the leading countries in 
the development and adoption of blockchain technology and decentralised 
 finance. However, Switzerland has a unique perspective on tokenized fi-
nance due to its status as a global financial hub and its reputation for 
 financial stability and security. The Swiss vision for tokenized finance em-
phasises the importance of regulatory compliance and risk management, 
while still promoting innovation and growth in the industry.

In the past couple of years, Switzerland has taken important steps to es-
tablish itself as a global leader in tokenized finance, including the creation 
of the Crypto Valley and the establishment of a regulatory framework for 
blockchain and cryptocurrency businesses. This regulatory framework, 
known as the “Blockchain Act”, provides legal clarity and certainty for 
blockchain-based businesses operating in Switzerland, while still ensuring 
that they adhere to strict anti-money laundering (AML) and know-your- 
customer (KYC) requirements.

The vision of tokenized finance follows a new framework including the main 
elements of a tokenization (custody, issuance, trading, payments, lending 
and staking) as well as contextual prerequisites (Regulation, KYC / Digital 
Identity, Cyber & Token Security). All elements are introduced and ana-
lysed regarding how the group envisages them to develop over the upcom-
ing 10 years. As one of the main overarching conclusions the group notes 
the importance of continuing to work on interoperability measures. Reach-
ing the envisaged stage of tokenized finance is only possible by allowing 
interactions between different technologies, parties, processes, jurisdic-
tions and standards. Thus the report finishes by highlighting some of the 
most urgent areas for the market and academia to concentrate on. These 
are:

 ▪ Interoperability between Financial Platforms 
and Digital Assets Ecosystems

 ▪ Payment leg

 ▪ KYC and E-ID

 ▪ Secondary markets

 ▪ Disintermediation awareness

 ▪ Automation

 ▪ Education

Overall the working group’s vision sets an ambitious roadmap for the 
 market to follow. The dynamics of markets (i.e. company defaults[1], new 
products[2]) and regulatory changes might affect the analysed elements 
greatly. Thus, the working group might adjust the vision over time.

Why vision of Tokenized Finance?

Decentralised finance describes applications 
(e.g. decentralised exchanges or lending applica-
tions) that are solely built in the decentralised / 
distributed space and are based on the block-
chain technology. This means that there are no 
intermediaries involved in such applications.  
The whole application is programmed by means 
of smart contracts and is fully automated without 
human or institutional intervention.

Tokenized finance on the other hand might use 
intermediary functions or parties at some inter-
action points in the ecosystem. The basic as-
sumption however is that the assets themselves 
are issued and kept on decentralised or distrib-
uted ledgers. The world of Tokenized Finance 
might interact with DeFi and possibly over time 
migrate towards DeFi. However, we envision that 
Traditional Finance (TradFi) develops towards a 
mix between Centralised Finance and DeFi 
mostly because in a pure DeFi world the govern-
ance and regulations aspects are difficult to ap-
ply, control and comply with ([3]). 

This differentiation also shows one of the main 
aspects of the vision at hand. While there can be 
various roles for centralised services in a world 
of tokenized finance, the assets themselves 
should always be issued, managed and kept on a 
decentralised ledger. Otherwise, all potential 
benefits of the decentralised ledger technology 
(DLT) will eventually not be operationalised.
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Figure 1 – Benefits of Tokenized Finance

Goals

LiquidityTransparency

Efficiency Inclusion

Outline of the 
 report

Since the publication of the white-
paper “Bitcoin: A peer-to-peer 
Electronic Cash System” in 2008 
the topic of decentralised ledger 
technology (DLT) became one of 
the most discussed innovation top-
ics in the financial services indus-
try. The alternative to the old fi-
nancial system based on 
mainframe systems is clearly one 
of the most advanced fields of ap-
plication for DLT. The guarantee of 
efficiency, transparency, liquidity 
and inclusion are the main underly-
ing reasons for DLT. Evidently, 
there have not only been boom 
phases, but also various market 
corrections. Simultaneously, regu-
latory aspects have evolved as well 
and are continuing to be adjusted. 
Thus, it appears that the following 
years will be crucial to the future 
development of DLT in finance and 
potentially to the world of finance 
in a broader sense.
The term tokenized finance follows 
a clear intention. Tokenization de-
scribes the process of transforming 

traditional assets (e.g. ‘fiat’) into 
digital assets by using distributed 
ledger technology. These digital 
assets (in the form of IT-processed 
tokens) lay the foundation for all 
financial applications ranging - or 
even go further - from payment to 
lending and asset management. 
Thus, the groundwork for reaching 
more transparency and efficient 
processes and more liquid markets 
consists of providing tokenized 
 assets on a broad scale. The term 
tokenized finance also underlines 
the intention of bridging the re-
maining gap between the tradi-
tional financial markets and the 
digital asset developments.
 

Motivation
Swiss Fintech Innovations Association (SFTI) connects some of the most 
prominent and driving forces of the Swiss financial services industry. With 
the objective of driving collaboration and digital innovation SFTI is commit-
ted to contribute to innovations of the Swiss financial system based on DLT. 
This also clearly builds on and complements the previous SFTI projects 
“Tokenization of Digital Assets” and “Future of Finance”.

In light of recent financial turmoil in the markets of traditional and digital 
assets, it is a great point in time for an industry-led situation analysis and 
a prospect of how to go forward regarding DLT. SFTI therefore took the 
initiative by commissioning the vision at hand. It shall provide guidance to 
achieve an ambitious but realistic integration of DLT into financial markets 
in approximately ten years’ time. The vision also includes the gaps that 
need to be addressed to reach the envisaged state and its related goals 
and benefits.
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Goals of  tokenized f nance 
The underlying objectives 
of  almost all DLT related 
projects can be attributed 
to the following four 
goals:

Reaching a more transparent sys-
tem to transfer and manage assets 
could be seen as the underlying 
goal of all tokenization. Peer-to-
peer systems in general can only 
function with a certain degree of 
transparency. This does not mean 
that e.g. personal data shall or will 
be stored transparently. The goal 
is to allow a quicker and easier way 
of validation and reconciliation of 
transactions. Eventually, it helps to 
minimise risks. Transparency also 
helps issuers e.g. by enabling eas-
ier interactions with their investors.

Anyhow, transparency could be 
seen as the underlying requirement 
for the other two goals: efficiency 
and liquidity. As current transaction 
systems heavily rely on intermedi-
aries streamlining the respective 
processes, reducing or eliminating 
the need for intermediaries natu-
rally increases efficiency. More and 
more activities related to the un-
derlying assets could be digitised as 
well (e.g. dividend payments could 
be paid out automatically to each 
token holder).

Thirdly, one of the most important 
factors, which is important for any 
kind of asset, is its liquidity. Liquid 
assets are more attractive to inves-
tors than illiquid assets. However, 
tokenization in and of itself does 
not provide liquidity. Tokenized as-
sets may be more easily tradable, 
but they do not necessarily need to 
be liquid. Nevertheless, the aspect 
of tradability could be seen as one 
of the main contributing factors.

Last but not least, a tokenized 
world of finance will not only bene-
fit the current stakeholders. The 
core principle of decentralisation 
and all the aforementioned other 
three goals provide the chance to 
level the playing field and therefore 
to allow more people access to fi-
nancial services, due to the techno-
logical enabling through block-
chain. Where services might have 
been too expensive, efficiency 
gains will lower the costs. Where 
missing exit options may have 
hampered investors to invest, an 
improved tradeability might in-
crease investor attention. And, 
where people did not have access 
to most financial services at all, 
 applications such as lending and 
staking in the tokenized world 
might enhance the opportunities 
for both businesses and investors.
 
However, financial inclusion is not 
only one of the goals of tokenized 
finance. Somehow, it is also the 
driver for it. According to Clayton 
M. Christensen, disruptive innova-
tions happen at the bottom of the 
market by being less expensive (in 
this case due to transparency and 
efficiency) or more accessible (in 
this case due to the aspects of de-
centralisation and the global out-
reach of the technology) and then 
continuously improving the mecha-
nisms while eventually surpassing 
the incumbent processes and mar-
ket players. Though it is too early 
to predict such a development with 
full confidence, there certainly are 
some indicative signs, which point 
to the disruptive potential of a 
world of tokenized finance.

Digital vs. crypto assets

The differentiation between the terms crypto and 
digital assets is not consistent across different 
definitions of both terms. Most often they are 
used interchangeably. Sometimes the term 
crypto assets is used as a subcategory of digital 
assets. While a clear distinction is not necessary 
for this report it is nevertheless noteworthy that 
both crypto and digital assets are actively apply-
ing cryptographic technologies. This fact points 
towards the more important fact about crypto / 
digital assets: both are usually based on distrib-
uted ledger technologies such as blockchain 
technology. Thus, while assets generally could 
have been digital before the time of DLT, to qual-
ify as digital assets in this report they necessarily 
need to be recorded in and managed by a distrib-
uted, decentralised system. The most popular 
exception might be CBDCs.

Tokenized assets

The more important term for this report is to-
kenization or tokenized assets. The term tokeni-
zation clearly points out the process of trans-
forming traditional assets into tokenized assets, 
which are based on DLT. Thus, tokenized assets 
are mostly the same as crypto or digital assets 
but the term is more precise and leaves less 
room for interpretation. Furthermore, tokenized 
assets can refer to both fungible and non-fungi-
ble tokens. Lastly, the term tokenized assets 
mostly refers to non-native tokens (i.e. tokens 
that are being issued using an existing block-
chain protocol such as Ethereum). Native tokens 
(e.g. Ether) are not described as tokenized assets 
as they do not have a respective traditional or 
virtual asset as an underlying.
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Figure 2 - Framework of Tokenized Finance Ecosystem

Accelerator

Goals

Tokenized 
Finance

Scope & Approach
The vision’s objective is to paint a realistic but ambitious picture of the future 
world of tokenized finance in 10 year’s time. The project team’s approach 
was to first define the main affected areas, services and processes for a 
world of tokenized finance. The following framework of tokenized finance is 
the outcome of these discussions. The visualisation leads through the re-
port by structuring the whole topic into six main elements (Custody / Safe-
keeping, Issuance, Trading, Payments, Lending, Staking), three contextual 
prerequisites (Regulation, KYC / Digital Identity, Cyber & Token Security) 
and one accelerating factor (Interoperability). A coordinated development 
of these ten elements leads to the above defined goals (transparency, effi-
ciency, liquidity, inclusion).

The inputs and contributions to these ten elements have been delivered, 
discussed and rendered by individual groups of subject matter experts of 
SFTI-members. They all follow a similar structure and show some inter-
relations. Nevertheless, they represent independently orchestrated parts 
of the vision of tokenized finance. The conclusion at the end of the report 
however is combining all aspects and shows a condensed view on the vision 
of tokenized finance. Furthermore, the vision also points out gaps between 
today’s situation and the industry’s potential and ambitions. Eventually, 
possible approaches to close these gaps are proposed.

Geographically the focus lies on Switzerland. However, the world of tokenized 
finance is often even more internationally intertwined than the traditional 
world of finance. Thus, the future development cannot stop at the border of 
Switzerland. International collaborations and a close exchange of information 
will be of great importance to uphold Switzerland’s leading position.

Before dwelling on the above introduced elements in great detail, it is im-
portant to also highlight the stakeholders of the vision of tokenized finance. 
The following chapter highlights the most important players and points out 
their roles.
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 ▪ Financial corporations and 
 FinTechs 
Regulated parties such as 
banks, insurance companies 
and financial market infrastruc-
tures in general (exchanges, 
CSDs, settlement systems, etc.) 
are joined by FinTechs (which 
partly are already regulated). 
While some players only re-
cently entered the space, the 
financial sector nevertheless is 
becoming increasingly active in 
developing solutions and apply-
ing DLT and digital asset related 
products and services.

 ▪ Public institutions, politics, 
 regulators 
Obvious essential players such 
as FINMA and the SNB are at 
the core of many underlying 
discussions regarding tokeniza-
tion. However, other parties 
such as foreign states (interna-
tional interoperability and cross 
border issues) or the tax of-
fice(s) are to be involved in the 
further development of the 
market. Switzerland is generally 
providing a very progressive 
view on DLT applications. With 
the enacting of the DLT-law in 
2021 the foundation has been 
laid to further develop the digi-
tal asset space.

 ▪ Investors 
At the core of the innovation 
around tokenization and digital 
assets are the investors. This 
group consists of individuals 
and institutional investors (e.g. 
pension funds, family offices, 
companies). Their needs and 
potential benefits of the digitali-
zation aspects and user friendli-
ness of tokenized assets should 
be at the core of the develop-
ment.

 ▪ Issuers 
The issuers of digital assets play 
an equally important role as the 
investors. As seen in many 
other developments of the fi-
nancial markets (e.g. the found-
ing days of many exchanges), 
the start is often difficult. The 
famous chicken and egg prob-
lem is ever present. The tokeni-
zation ecosystem is currently 
facing a similar issue. Investors 
will enter the market as soon as 
more supply (tokenized assets) 
are available. Supply is provided 
by issuers who again only enter 
the market if sufficient demand 
(investors) is present. There-
fore, the issuers play an equally 
important role in the whole de-
velopment of the tokenization of 
financial products and services 
as the investors. However, the 
key here is education and regu-
lation in the area of digital as-
sets, since a deep understand-
ing of digital assets by potential 
institutional or retail customers 
and a regulated environment 
around digital assets will lead to 
an increase in adoption.

 ▪ Other facilitators 
Last but not least, the ecosys-
tem involves a broad variety of 
other parties. Most of them of-
fer supporting activities or even 
the underlying technological 
foundation for the various activ-
ities related to applications of 
tokenization. The non-exhaus-
tive list contains, for example, 
technology and infrastructure 
providers, consultants or audi-
tors. Also academia plays an 
essential role regarding educa-
tion and research in the DLT 
and tokenization sector.

Introduction of the ecosystem
To fully embrace the vision in which tokenized assets can be exchanged, 
moved, and delegated in a flexible and integrated manner it requires not 
only individual organisations to harness the full capabilities of the vision, 
but also to actively seek out partnerships and cooperations so that con-
stantly evolving non-functional requirements from customers are met.
The parties of the ecosystem are not limited to commercial publicly traded 
or privately owned organisations, but for example also include state / gov-
ernment entities who will need to expand definitions of existing laws or 
 develop new regulations to support a tokenized asset class in its various 
flavours (stock, physical asset, intangible capability such as voting rights), 
along with the new implications they bring on how public and private 
 entities cooperate today. In the vision at hand SFTI focused on the follow-
ing groups of stakeholders:
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Tokenization ecosystem

Financial corporations
and Fin Techs
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Figure 3 - Stakeholders of Tokenization Ecosystem S
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Contextual elements

Regulation

KYC / Digital Identity

Cyber & Token Security

Contextual 
 elements

The long-term development of tokenized finance, as presented in this report, 
is not self-sufficient and cannot be fully enabled without taking the important 
contextual elements as prerequisites into consideration. These elements are 
partly specific to the financial industry and provide a fundamental context 
when exploring the vision of tokenized finance. In this section, some key pre-
requisites in the areas of legal and regulatory context, compliance aspects, 
and safeguarding digital assets are discussed.

Regulation
Regulations need to be designed 
and adapted to ensure that the 
risks associated with the topic at 
hand, such as those related to 
fraud, market manipulation, money 
laundering, and cybersecurity, are 
effectively mitigated. Robust regu-
latory frameworks are therefore 
essential to build trust in tokenized 
finance and such new ecosystems.

In this vision of tokenized finance, 
an environment where financial as-
sets can be seamlessly tokenized 
and traded, we deliberately ab-
stracted away from the regulatory 
constraints that exist in the current 
system. This does not mean we 
disregard the importance of regu-
lations, but instead we tried to 
 foster an unimpeded ideation pro-
cess that is not immediately limited 
by current norms. Lastly, including 
regulatory aspects in the paper 
would have exceeded its scope.

Simultaneously, while this vision is 
inherently expansive and trans-
formative, it is essential to under-
stand that a world of tokenization 
cannot exist in a regulatory vac-
uum. As we turn this vision into 
reality, taking regulatory aspects 
into account will be of utmost im-
portance. A well-regulated to-
kenized world of finance is key to 
ensuring that our vision benefits 
everyone and does not become a 
tool for exploitation.

It’s crucial to note that the regula-
tions we need might not exist yet, 
or may need significant evolution. 
The technology and concepts we 
are dealing with are novel, and 
consequently, require innovative 
regulatory thinking. This means 
working hand in hand with regula-
tors to draft policies that can safe-
guard interests without stifling in-
novation. Switzerland has proven 
in the past to be able to accommo-
date such a pragmatic and swift 
decision process where politics, 
regulators and the industry collab-
orate on developing new state-of-
the-art mechanisms.

In conclusion, although our vision 
of a tokenized world of finance 
 deliberately partly overlooks the 
regulatory considerations, it is not 
dismissive of them. As we start to 
explore the practicalities of imple-
menting this vision, regulatory 
 aspects will play an increasingly 
pivotal role. The next step in real-
ising this vision is thus to engage 
in a dialogue about what a regula-
tory environment for a fully to-
kenized financial system might 
look like. This is an essential part 
of the process, ensuring that our 
tokenized world of finance is not 
just visionary, but sustainable, 
 secure, and beneficial for all.

Figure 4 - Contextual elements of Tokenized Finance S
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KYC and Digital Identity
Introduction

A streamlined client due diligence, 
identification and verification pro-
cess (summarised here under the 
term “KYC”) should allow clients, 
both natural persons and legal en-
tities, to easily onboard onto differ-
ent venues. This lays the founda-
tion to allow a simple transfer of 
tokenized digital assets without the 
need to repeat the due diligence 
procedures at every participating 
institution of the respective eco-
system. The availability of a gov-
ernment-verified digital identity is 
deemed a vital element to simplify 
identification and verification of 
participants and to avoid misuse of 
such an ecosystem.

Current Situation and 
faced challenges

In today’s environment, the pro-
cesses of client due diligence, iden-
tification and verification are 
largely “non-digital” and typically 
repeated at every institution, lack-
ing common standards and prohibit 
exchange between institutions:

 ▪ At client onboarding, every per-
son and/or corporation needs to 
be onboarded separately at 
every institution. Clients need 
to provide client identifying data 
in a largely non-standardized 
process at every onboarding 
event, sometimes even multiple 
times for different purposes at 
the same institution.

 ▪ These processes are being re-
peated at different stages of the 
client lifecycle as well as during 
verification and re-certification 
activities, at different frequen-
cies, and very often, not being 
coordinated across institutions 
or even within the same organi-
sation.

 ▪ This process is highly manual, 
and, despite general digitization 
efforts across all industries, 
most of the information is still 
“paper based” which creates 
countless “media breaks” and 
leaves a lot of potential for fur-
ther automation.

 ▪ Fraud cases are common where 
criminals use fake IDs or fake 
documents at the initial identifi-
cation and verification pro-
cesses.

Vision

We envision a solution and ecosys-
tem where we see the following 
scenario and solutions:

 ▪ Clients possess their own 
Self-Sovereign Identity (SSI) 
based on a recognised elec-
tronic identification (E-ID), 
which can be connected to a 
variety of distributed ledger 
technology (DLT) systems. This 
allows clients to take full control 
of their identification data in a 
tokenized format. Personal in-
formation can be added to the 

profile in a standardised way, 
allowing clients to decide which 
institution can access which in-
formation and for what purpose. 
This comes with ownership and 
responsibility for the client to 
maintain the data and keep it up 
to date. 

 ▪ Associated institutions can ac-
cess and retrieve client informa-
tion based on their needs, 
prompting information requests 
and necessary updates. 

 ▪ Information is securely and reli-
ably linked to DLT systems in a 
manner compliant with the Gen-
eral Data Protection Regulation 
(GDPR), only being fully accessi-
ble by the owner of the data and 
temporarily by the associated 
institutions with which the data 
has been shared through a 
transparent process. Data is 
only shared for an agreed and 
pre-defined timeframe and/or 
specific purpose. Additionally, a 
log of every access is made, in-
cluding the details of the data 
that has been accessed.

The above described solution and 
its driving ecosystem is widely rec-
ognized by governmental authori-
ties (within and outside Switzer-
land), regulators and regulatory 
bodies (e.g. FINMA, FATF), industry 
bodies and related associations 
(e.g. Swiss Banking Association, 
The Wolfsberg Group). Additionally, 
it is available and broadly recog-
nized not only by the participants 
of the financial industry but also 
across other industries.

According to our research, the pre-
ferred solution of the industry and 
public is a government-issued or 
government-verified E-ID ([3]).

Interfaces between different DLTs 
and external systems have been 
established, with APIs being imple-
mented to interact with the sys-
tems of other countries and organi-
sations. Furthermore, digital 
identities are possible not only for 
natural persons and legal entities, 
but also for things (e.g. IoT de-
vices) and Decentralised Autono-
mous Organisations (DAOs).
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Cyber & Token 
Security – 
 Safeguarding 
Digital Assets

Introduction

Strong security is paramount to 
protect the client’s digital assets 
and to ensure that only authorised 
parties can read the content of to-
kenized assets and transfer them. 
The used security measures should 
at the same time be rigorous 
enough to prevent any misuse by 
third parties, allow clear identifica-
tion of the ownership of a tokenized 
asset, be simple to use for clients 
and protect from loss and theft.

Current Situation and 
Problems Facing Today

Many security challenges have al-
ready been solved for tokenized 
assets due to the underlying block-
chain technology. One of the key 
features of blockchains is that the 
stored data is tamper-proof. Once 
data has been included in a block, 
it can no longer be altered without 
affecting the subsequent blocks, 
thus making the altered block inva-
lid. Any such alterations will be 
 rejected by the blockchain.

 ▪ As outlined in the chapter on 
KYC, the client should be the 
sole owner of all information 
stored in the tokenized assets 
about this client. Any tokenized 
asset is linked to a public key, 
and following the principle of 
public key cryptography, only 
the person holding the corre-
sponding private key can claim 
ownership of the token.

 ▪ The private key must be pro-
tected and stored securely by 
the client. If a private key is 
stolen, someone else can claim 
ownership of the tokens belong-
ing to the associated public key. 
If a private key is lost, it cannot 
be recreated, and the tokens 
belonging to the associated 
public key are lost as well.

 ▪ The associated data of a to-
kenized asset (i.e. metadata) 
is stored in plaintext format. 
Everyone can view the content 
of any tokenized asset by con-
sulting a public explorer for the 
blockchain in question. While 
this is fine for some information, 
some data, like the outcome of 
a KYC process and especially 
the personal data of the token 
holders, shall not be visible to 
anyone.

 ▪ Tokenized assets are not linked 
to a client via name and address 
as is customary for bank ac-
counts, documents, etc. today. 
Instead, blockchains use public 
key cryptography and are anon-
ymous respectively pseudony-
mous. Ownership of an account 
or token can only be proven via 
the private key held by the 
owner. This makes it challenging 
for financial institutions to map 
tokenized assets to a certain 
client. As outlined in the chapter 
on Know Your Customer (KYC), 
the client must be the sole 
owner of all information stored 
in the tokenized assets about 
them. Certain data, such as the 
outcome of a KYC process and 
the personal data of the token 
holders, should not be visible to 
anyone.
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Vision

We envision a solution and eco-
system with the following best 
practices for safeguarding digital 
assets:

 ▪ Access control: retail or institu-
tional clients decide which per-
son or financial institution can 
retrieve their tokenized assets, 
have access to their respective 
custody provider and view the 
content of a token.

 ▪ Private keys can be stored se-
curely and linked to a client by a 
financial institution or interme-
diary of the client’s choice to be 
able to retrieve them again by 
providing sufficient proof of 
ownership, like a passport. Es-
tablishing the link between a 
client and a private key should 
not be possible without the ex-
plicit wish of the client.

 ▪ Cold storage: consider using cold 
storage solutions for long-term 
asset storage. Cold storage in-
volves keeping your private keys 
offline and away from inter-
net-connected devices, reducing 
exposure to potential cyber 
threats.

 ▪ Custody providers: the increas-
ing adoption of digital assets by 
institutional investors and 
TradFi institutions, will also lead 
to an increased demand for se-
cure custody solutions. Hence, 
more players will enter the mar-
ket of custody providers in or-
der to meet the rising demand. 
Moreover, custody providers 
(i.e. Metaco, Fireblocks, Coin-
base Custody) will (further) de-
velop platforms which are at the 
intersection of three tech areas: 

cyber security, AI and block-
chain. Custody-as-a-Service 
(CaaS) models will emerge and 
enable companies to offer white 
label custody solutions and allow 
them to focus on their core com-
petencies without developing 
custody infrastructure of their 
own.

 ▪ TradFi Partnerships: in the near 
and long term future we will see 
TradFi institutions starting to 
collaborate intensely with cus-
tody providers to offer digital 
asset custody services to their 
clients.

 ▪ OTC desks & Liquidity Provid-
ers: over the counter (OTC) 
desks and liquidity providers 
may partner with custody 
 providers to ensure secure 
management of assets.

 ▪ Secure Network & Devices: the 
devices used for the storage of 
the private keys need to be kept 
secure, updated and the data 
saved on the devices needs to 
be regularly backed up.

 ▪ Insurance Coverage: to address 
concerns about potential loss of 
digital assets, custody providers 
may offer enhanced insurance 
coverage to protect against cy-
bersecurity breaches or opera-
tional interruptions.
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Main elements  
of the vision

After setting the scene by introducing the ecosystem as well as some con-
textual elements, which act as prerequisites, this chapter explains the six 
main elements of the Vision of Tokenized Finance. For the time being only 
six elements are discussed in detail. However the box “Others” clearly im-
plies that there may very well be additional elements in future. This fact 
therefore acknowledges the dynamic and fast moving pace of the industry. 
Some of the following elements are in some ways interrelated and have 
overlapping characteristics, requirements and relations among them-
selves. All elements are however treated separately. They are composed 
and written by independent experts. Chapter Conclusion & Outlook con-
denses and summarises all findings.

This chapter is structured along the chronology of tokenization. Firstly, 
 tokenized assets need to be issued. Only then custody and safekeeping 
 becomes a vital issue. Trading these assets and paying for them follows 
in due course, while lending and staking are still among the more recent 
developments of the industry and therefore will be introduced last.

Issuance / Primary market
Introduction

Issuance is the process of creating 
- or minting - digital assets. The 
issuance process highly depends 
on the type of digital asset being 
minted. The reason for that mainly 
lies in the different legal and regu-
latory requirements. Purely from 
a technical perspective however, 
any person in the world with the 
right tools at hand can mint a token 
within minutes. Such tools are 
broadly accessible.

The token itself does not confer any 
rights to its holder without a legal 
framework, so any token issuance 
system must put the technical ca-
pabilities to issue tokens into the 
correct legal context. Switzerland 
has a progressive DLT-law, enabling 
companies to issue securities in 
the form of tokens. In addition, 
Switzerland is home to SIX Digital 
Exchange (SDX), one of the first 
central securities depositories (CSD) 
powered by distributed ledger tech-
nology, which allows tokens to be 
issued in accordance with the Swiss 
intermediated securities law. More-
over, other companies such as 
Aktionariat, Daura, Trustwise, and 
Sygnum have already entered 
the market offering tokenization 
services.

Equity securities are a prime exam-
ple of the coupling between techni-
cal capabilities and legal require-
ments. Equity securities typically 
are issued at incorporation or at 
capital increases of companies lim-
ited by shares and they are tightly 
linked with the Swiss code of obliga-
tions.

The issuance of equity securities 
involves a combination of pre-issu-
ance processes that must adhere 
to the legal context, followed by 
the technical act of issuance itself. 
Prior to issuing a token, which is 
synonymous with an equity secu-
rity as per Swiss DLT-law, the com-
pany’s management must take 
multiple steps. If a capital increase 
is involved, this includes obtaining 
consent from existing sharehold-
ers, finding an investor base for the 
new shares (“placing the shares”), 
and registering the valid capital 
increase in the commercial regis-
ter. These pre-issuance processes 
are distinct from the technical act 
of issuing a token, and will benefit 
from tokenization. This will make it 
less costly, time-intensive, and 
cumbersome for companies to 
raise fresh capital in the future, as 
processes such as collecting con-
sent, handling preemptive rights, 
handling subscriptions for new 
shares, and handling different 
share classes with various rights 
will be facilitated.

Avoiding having several financial 
intermediaries involved to issue 
equity and debt securities as it is 
often done today in the public 
capital markets, would help to 
lower the barriers for raising capi-
tal, especially for small busi-
nesses. Such businesses currently 
only had limited access to broader 
capital markets. Historically, this 
fact has been accentuated as fi-
nancial institutions are frequently 
selective in the choice of target 
customers, focusing on enter-
prises that meet certain volume 
standards and can afford to raise 
capital through the issuance of 
equity or debt securities.

Figure 5 - Main elements of tokenized finance 

Main elements

Custody / Safekeeping

Issuance
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Therefore, smaller companies often 
found that the effort, cost, and 
time involved in raising capital 
through the capital markets out-
weighed the benefits. Typically, a 
company’s funding journey begins 
with incorporation or pre-money 
funding in the private market, fol-
lowed by a seed and several series 
of funding, and, if successful, cul-
minates in a public offering with a 
more mature company. Throughout 
all of these stages, a multitude of 
parties interact in different roles on 
different marketplaces, creating 
complexity and a burden for the 
company looking to raise capital.

A look at the issuance 
process today

Today’s issuance (including pre-is-
suance) process mainly consists of 
four steps involving several of the 
intermediaries mentioned before. 
In principle, an issuance (including 
pre-issuance processes) consists 
of the following steps today:

 ▪ Deal preparation and structuring: 
The issuer, regularly together 
with partners, defines his needs 
in financing and structures the 
deal accordingly.

 ▪ Investor documentation: The 
issuer, often together with part-
ners, prepares an investor doc-
umentation. This documenta-
tion has varying degrees of 
sophistication, depending on 
the placement character (tar-
geted investors, targeted capi-

tal amount, etc.). Service part-
ners often perform heavy due 
diligence on the company be-
fore they would propose an of-
fering to potential investors. In 
other cases, investor docu-
mentation only consists of a 
pitch-deck. 

 ▪ Distribution: The issuer, often 
together with partners, first 
finds a pool of potential inves-
tors with the aim to secure a 
firm commitment. This process 
highly depends on the needs of 
an issuer. Some issuers are 
looking “only” for capital, in 
which case their primary objec-
tive is to find capital in the most 
efficient way (equity or debt). 
Other issuers, often younger 
companies, are looking for 
“smart capital”, in which case 
their objective is to find capital 
(typically equity capital) from 
investors which have a strategic 
relevance for the company (e.g. 
through network, expertise or 
other non-financial incentives).

 ▪ Executing the placement: The 
last step includes legally finalis-
ing and settling the placement. 
And lastly, from a technical 
 perspective the actual issuance 
(minting) and allocation of the 
tokens takes place.

Today, emerging digital platforms 
allow companies to place digital 
assets without involving any third 
party, other than the digital plat-
form provider. This form of financ-
ing, commonly referred to as 

“crowd-funding,” may have limita-
tions due to the fact that the distri-
bution process is left to the issuing 
company. On the other end of the 
spectrum are more traditional 
transactions, which are heavily in-
termediated and require multiple 
parties to manage the complexity 
of the placement. These transac-
tions often adhere to traditional 
processes which have been devel-
oped in the context of IPOs and re-
quire careful collaboration and co-
ordination of activities as well as a 
lot of manual processes. The issu-
ance process for such transactions 
typically involves a large number of 
parties connecting investors and 
issuing companies, including bank-
ing intermediaries, service provid-
ers, and financial market infra-
structures.

Challenges facing  
issuance today

Each step of the issuance process 
is highly customised to the needs 
of an issuer. These needs, however, 
may change over the lifecycle of a 
company. There is no one-size-fits-
all process to cover every individu-
ality of each issuance/placement. 
This variety of requirements has 
 so far limited a further reaching 
standardisation of processes. 
Therefore, processes are often car-
ried out manually with limited digi-
tal support. Moreover, the reconcil-
iation efforts among the involved 
parties is considerable. For exam-
ple, to perform due diligence, mul-
tiple parties often require access to 

the same data. This data is often 
unstructured and potentially erro-
neous. As a consequence, each 
party will re-structure and validate 
data to its own needs. This leads 
to a processing overhead and data 
duplication with all related chal-
lenges to maintain data integrity 
(reconciliation). As mentioned be-
fore, investor KYC’ing is another ex-
ample: It may be the case that one 
and the same investor is “KYC’d” by 
multiple parties in varying degrees 
of sophistication individually (e.g. 
issuer and distributor).

For equities, the issuance of new 
equity securities (STO) is often 
tightly coupled with already exist-
ing equity securities. Existing eq-
uity securities may carry preemp-
tive rights which entitles existing 
shareholders to buy units of the 
new issuance first. Furthermore, 
different share classes may carry 
different entitlement rights. Drag-
along and tag-along clauses are 
typical examples. An issuance of 
fresh shares therefore requires 
careful analysis of the current 
as-is situation with regards to en-
titlements. Furthermore, historic 
transfers of shares have often 
been badly documented, which 
requires detailed investigation be-
fore an issuance of fresh shares. 
The reconciliation of the current 
entitlement situation and of past 
transfers is often time-consuming 
and costly. It involves cumber-
some, manual investigation by 
high-skilled staff.
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Opaqueness and liquidity fragmen-
tation are further elements which 
inhibit efficient match-making be-
tween companies looking for capi-
tal and investors, mainly in private 
markets. Naturally, capital is drawn 
towards the best opportunities. 
Those opportunities are typically 
well served and benefit from the 
attention of financial ecosystem 
actors which in most cases results 
in successful match-making. How-
ever, an extensive due diligence 
usually is only worthwhile for trans-
actions of significant volume. Re-
ducing operational cost for per-
forming due diligence would there-
fore serve smaller-sized opportuni-
ties, increasing market access to a 
broader investor base.

Vision of issuance

In a world of tokenized finance, assets are natively issued on multiple 
business networks based on blockchain technology. Tokens representing 
these assets are equipped with business logic and data privacy mecha-
nisms, allowing for specific information to be transported and disclosed on 
a need-to-know or proof basis. Furthermore, tokens will be embedded in 
a legal context that is transparently visible to each investor, so that they 
are aware of what type of token they are purchasing, and the associated 
rights that come with it. Business networks will be connected to allow 
streamlined and effective processes, with intermediaries and service pro-
viders being part of these networks and offering specialised token-ena-
bled services. For instance, based on an interconnected network of to-
kens representing different asset classes, participants could specialise in 
token valuation, a service that is beneficial for both issuers and investors, 
and which could be performed entirely within a token-economy.

This results in lower barriers to entry and a simpler, quicker and conse-
quently cheaper service for issuing companies looking to raise capital and 
find investors. Another positive consequence concerns the pre-issuance 
administrative activities. These will benefit by the necessary digitalisation 
efforts around the tokenization of assets. Analysis of current entitlements 
will be conducted by the click of a button, based on logic embedded into 
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the security tokens. For example, 
a company, which has existed for 
several years, has multiple share 
classes in place with different enti-
tlements. By the click of a button 
the company can run a simulation 
of different scenarios for an addi-
tional equity capital increase. The 
execution of entitlements will fur-
thermore be enforced automatically 
by the business logic embedded in 
the smart contract that can 
self-process the execution in a se-
cure and trusted manner.

Investors will be able to invest into 
a much broader universe of invest-
ments. This will open access to ad-
ditional investment opportunities 
(in particular to private equity), 
while continuing to benefit from 
 investor protection measures, is 

one of the key benefits of tokeniza-
tion and the vision at hand. In-
creased automation in processing 
and compliance, while reducing the 
cost of asset structuring and distri-
bution, will allow the flexibility to 
define new financial products that 
were prohibitive before. This could 
for example allow investors to ac-
cess dynamic market segments 
such as targeted regional invest-
ment opportunities in specific in-
dustries (e.g. support the funding 
of companies developing heating 
solutions in a specific region of 
Switzerland).

Financial institutions and infra-
structure providers will increase 
their efficiency and diversify their 
service portfolio in order to target 
new customers and accommodate 

different investment preferences. During the issuance process, as well as 
subsequent trading activities, financial institutions will provide services 
that are not currently available (either not at all, or not from financial insti-
tutions) or are utilised only internally. Examples of such services are those 
related to identity management and authentication, which will be essential 
in the vision of tokenized finance to guarantee that authorised digital iden-
tities have access to the relevant digital asset tokens (see also the section 
on KYC).

Finally, in a world of tokenized finance, the issuance process will gain more 
importance. It is through this process that digital asset tokens are created, 
independently of whether these are financial instruments, securities or other 
types of assets. In order to reap the benefits of this vision, it is important 
that digital assets are issued natively in an environment embedding the rele-
vant ecosystem instead of creating tokenized representations (also called 
“layer 2” assets) of underlying traditional assets, which are still bound to to-
day’s complexities and inefficiencies. In addition, the link between the to-
kenized asset and physical good needs to be ensured by a legal framework. 
Such co-existence of native digital assets and non-native digital asset rep-
resentation will only be an intermediary step during the transition to a vision 
of tokenized finance where all assets are based on decentralised ledgers. 
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Custody & Safekeeping 
Introduction

Custody has been a fundamental pillar of the traditional banking sector 
since the 1960s. Besides processes, services (reporting, compli-
ance-checks, KYC, etc), custody services also are relying on respective 
IT-solutions. For tokenized assets, the need for highly secure hardware 
is given by design. As a consequence, usage, operation and integration 
of those specific components and processes in daily life - in the different 
 journeys and use-cases of the investors and asset-owners will become 
commodity.

In the digital asset industry, third-party custody providers offer services to 
safekeep private keys to crypto assets to meet the demands of investors 
for comprehensive services, strong processes, secure technology and pro-
tection similar to that offered for traditional assets. There are two main 
custody systems: self-custody and third-party custody. Self-custody in-
volves an entity or an individual holding and controlling their own private 
keys, while third-party custodians can be either regulated or non-regu-
lated. This paper focuses primarily on regulated financial institutions, such 
as exchanges, custodian banks or digital asset managers, as custodians.

The existence of a reliable, well integrated and ‘easy-to-use’ custody infra-
structure is often deemed critical for the mainstream adoption of digital 
assets. Extensive media coverage of investors losing access to their pri-
vate keys, of hacks and scams, seems to be fostering the demand for relia-
ble third-party custody services.
 
In this part of the paper, we examine the inefficiencies in the current mar-
ket and how these may be addressed – ideally solved – with our Vision of 
Tokenized Finance.

Parties involved in custody

In a typical custody setup, multiple entities / parties are involved. 
The  constellation depends heavily on the industry and business 
of those  parties. The following actors may be involved:

 ▪ Financial institutions (banks, hedge funds) or other institutional 
 investors (family offices): they may choose to safekeep their assets 
with a specialised third party provider or to build their own custody 
 infrastructure. 

 ▪ Insurance providers: Certain insurance providers may provide  
coverage for client’s assets. Typically, this is capped at a certain 
amount1 and limited to a certain amount of loss.

 ▪ Exchanges: Exchanges are managing large sums of digital assets which 
their clients either hold on the exchange or use to conduct trades. 

 ▪ Individuals: Individual holders of digital assets may choose to either hold 
their funds on their own wallets, or safekeep these with a third-party 
provider such as a crypto bank. 

 ▪ Regulators: Regulators may require custodians to hold assets in 
a certain way, or may require certain levels of insurance coverage. 

Overall, the custody constellation is highly dependent on the industry 
and business of the individual parties.
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Challenges facing  
custody today

There are numerous challenges 
confronting the custody space. The 
issue of inheritance and proxies is 
still a major problem today: as only 
the investors ‘possess’ - has ac-
cess to and control of - the private 
keys governing their assets, these 
assets will be lost forever if the in-
vestor becomes incapacitated or 
dies1. To address these issues, 
third parties such as banks or no-
taries are currently employed, in-
troducing a human element and 
thus a lack of efficiency and a po-
tential attack vector to the system. 
Under the present system, inves-
tors are not completely free to 
choose where to keep their digital 
assets.

They can either use a bank or cryp-
tocurrency exchange to deposit 
their cryptocurrency and relinquish 
ownership of the private key, or 
they can maintain their own hard- 
or soft wallet, which requires a cer-
tain level of technical affinity and 
knowledge.
 
The fact that most banks are oper-
ating on legacy systems presents 
serious restrictions to the ease of 
integration of their digital asset 
services. Integrating digital assets 
into today’s core banking systems 
can be challenging and complicated 
due to major topics such as tax-re-
porting, asset-valuation, new use-
cases (i.e. staking, lending) and 
seemingly minor issues such as the 
number of decimal places or a 
much faster settlement process 
than is currently used for traditional 
assets.
 
There is a lack of open systems to 
put into effect cryptocurrency of-
ferings, leading to higher costs and 

a lack of transparency. Once a 
 financial institution embarks on 
a digital asset custody journey, 
they soon realise that substantial 
changes to their current processes 
will be necessary.

The handling of digital assets 
 currently involves a multitude of 
manual processes in order to 
 adhere to the applicable laws. This 
begins with the onboarding of a 
client, which necessitates the exe-
cution of a comprehensive due 
 diligence, Know Your Customer, 
and Anti-Money Laundering 
 procedures. 
If the client’s digital asset wallets 
are included in the process, re-
search into the addresses, funds, 
and their origin must be con-
ducted. Once a client is on-
boarded, the processes involved 
in buying and selling digital assets 
are more complex than traditional 
banking transactions, as several 
individuals are responsible for the 
approval and settlement of the 
transaction. Reconciliation with 
the core banking system is still 
mostly done manually. There is 
presently no compliant, standard-
ised solution that is entirely auto-
mated, resulting in a great deal of 
inefficiencies. Additionally, there 
is a widespread uncertainty re-
garding the legal status of digital 
assets and the current legislative 
situation. This has led to many in-
stitutions refraining from providing 
services for the custody of digital 
assets. The digital asset space is 
evolving quickly, which creates a 
challenge for banks and other fi-
nancial institutions as they attempt 
to keep up with the most recent 
developments; be it new  security 
features or the introduction of new 
tokens and assets that clients 
 demand.

Figure 6 : Process of transaction between Alice and Bob, illustrating the 
relationship between Alice, Bob, the Certified Custodians and the Public 
Institutions and the tasks each is performing in these transactions
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Vision of custody

Vision of custody related 
products: Freedom of 
 custody choice 

The regulation of custody service 
providers is essential to meet - be-
sides the fulfilment of regulatory 
boundaries - the needs of the vari-
ous stakeholders in the market in-
terested in using crypto services 
and tokenized assets. It allows for 
the exploration of business oppor-
tunities in a rapidly growing and 
constantly evolving market, as well 
as facilitating broader financial in-
clusion. These services are expen-
sive to establish and maintain, 
mainly due to the need for frequent 
technological updates, stringent 
KYC and Due Diligence require-
ments, and specialised knowledge 
and experience. Additionally, the 
use of private keys presents a vari-
ety of risks that can be mitigated 
by stringent, unified, and appropri-
ate controls and protocols across 

the entire life cycle of the assets. 
Established companies, such as 
banks, can ensure that regulatory 
and security standards are met, 
while also providing extensive 
knowledge and experience in cus-
tody services. For this reason, 
many investors would prefer to use 
their traditional custodian (bank) if 
they were offering custody services 
for digital assets.

This solution appears to be well-re-
ceived; however, it should not be 
the only one available, as investors 
should still be able to choose where 
to keep their assets. Therefore, the 
principal issue that needs to be ad-
dressed in relation to third-party 
custody services is the implemen-
tation of regulations. To ensure 
smooth transfers, security proto-
cols and to allow anyone to become 
a centralised custodian of crypto 
assets, there must be an estab-
lished set of rules and processes 
(such as Know Your Customer) that 
must be adhered to, while taking 
into account the associated risks 

Simplified 

and streamlined Due 

Diligence and KYC

Certified 

and Regulated 

Custodian

Transaction

monitroing

Interoperability

with other Certified 

entities (goverment, 

other custodian, etc.)

and the ever-evolving nature of technology.
To summarise the first part of the vision for the custody of tokenized 
assets, investors should always have the freedom of choice: the owner 
of the digital assets can select from a variety of methods for safeguarding 
their assets and respective keys. 
There are two main ways of going about this: 

 ▪ Self-custody (incl. all kind of different variations of wallets):Depending 
on the usage, self-custody can prove to be a faster and more flexible 
custody solution, such as in the cases of cash pooling or for anonymity 
reasons. While adhering to regulatory and compliance regulations, in-
vestors can store and exchange assets using their preferred method. 
Through the implementation of an efficient KYC process and transaction 
monitoring rules, assets can be transferred to and from a third-party 
custodian at any time.

 ▪ Custody with a FINMA regulated party: Custody of funds (i.e. fiat, crypto 
or CBDC) and tokenized assets such as listed assets, private equity assets 
or other physical tokenized asset (such as a tokenized flat, car, etc.) can 
be stored with a regulated custodian, instead of having to be safe kept by 
the owner themselves. The owner of the digital assets is responsible for 
safekeeping their assets.

The responsibilities and risk/reward structures are transparently communi-
cated in a simple way, for example questions: At whose risk are the assets 
stored? Is the intermediary responsible and liable for missing assets and if 
so to what degree?

 ▪ The Custodian enables a straightforward and user-friendly way to utilise 
shareholder rights and other similar rights associated with the underly-
ing assets, including all corporate actions and the fulfilment of informa-
tion requirements. The Custodian shall provide aid in documenting the 
fiscal documents of the held assets. 

 ▪ The ultimate goal is to have the capability to directly report the values of 
a parties’s crypto assets to the tax authorities. Information is only pro-
vided on a need-to-know or proof basis. To enable extra use cases such 
as lending, the Custodians will enable various forms of escrow services 
for digital assets.
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Future comparability of custody 
solutions

Currently, there are various methods of safe-
guarding digital assets and tokens, and it is ex-
pected that this will remain so in the future. To 
enable investors to make an informed decision 
when selecting a custody option, and for providers 
to clearly position themselves on the market, the 
digital asset industry and/or regulatory entities 
should establish a simple system for assessing the 
different custody options. This system should in-
clude different dimensions such as security levels, 
types of tokens covered, extent of reporting, usa-
bility, and client segments (i.e. private, profes-
sional, institutional). For example, a simplified 
version to categorise different custody solutions 
could use a similar labelling system to that cur-
rently used for electronic appliances (A – E).

In the Business to Business (B2B) sector, these are:

 ▪ Custody services for tokenized assets (i.e. Custody-as-a-Service) can 
be purchased “off-the-shelf” through platforms such as Platform as  
a Service (PaaS), Software as a Service (SaaS), or Infrastructure as a 
Service (IaaS). 

 ▪ There will be clear guidelines and regulations to provide physical cus-
tody services for tokenized assets. This includes, for example, pro-
cesses and standards for custodians of physical art objects that have  
a digital counterpart, which is presented in a tokenized form (which 
could be a fungible or non-fungible token).

Lastly, the industry will need to address custody aspects regarding 
 tokenized assets with tangible assets as underlyings:

 ▪ In the mid-term, we need clear guidelines on how to safekeep 
tokenized physical objects on behalf of their owners.

 ▪ In the long-term, we envisage to transform public registers  
(e.g. land registry i.e. Grundbuch) into digitally accessible ledgers.

businesses, and software was 
provided by vendors. However, 
most DLT solutions are pro-
vided by DLT vendors, who are 
responsible for maintaining 
and upgrading the solution. If 
the DLT vendor fails to keep 
the platform up-to-date and 
accurate, the DLT is vulnera-
ble. Moreover, if the DLT ven-
dor employs proprietary stand-
ards, it could be costly to 
migrate to another DLT tech-
nology as a result of the refac-
toring work that must be com-
pleted beforehand.

 ▪ Cost of hardware: 
Institutional-grade hardware 
can be costly, and in order to 
guarantee a secure set-up, mul-
tiple pieces of hardware need to 
be acquired, making it impossi-
ble to reduce the expense. As 

such, the company must 
 consider these costs when 
 creating their budget.

 ▪ Auditability: 
Most solutions must undergo 
auditing to be compliant, par-
ticularly financial institutions, 
which may require an audit re-
port that covers hardware, key 
generation, key management, 
smart contract auditing and re-
lated processes for regulatory 
compliance.

 ▪ Insurability: 
For some of the above risks, 
 insurance companies might be 
able to provide coverage in the 
future. However, today only 
few insurance providers offer 
relevant services at high rates. 

Risks facing custody:

Despite the abundance of profes-
sional custodial solutions providers 
on the market, potential providers 
should be mindful of certain risks 
before undertaking this venture. 
These risks include:

 ▪ Hacks and vulnerabilities: 
There are numerous hacks and 
vulnerabilities associated with 
crypto-related hardware, mak-
ing it an attractive target for 
attackers. Therefore, it is es-
sential to conduct extensive re-
search on potential vendors and 
service providers, and to con-
sider penetration testing or ob-
taining third party security re-
ports.

 ▪ Human element: 
Any company entering the 
blockchain space must take into 
account that human involve-
ment is always a factor to con-
sider, indicating that personnel 
managing key management 
solutions could approve errone-
ous transactions or lose private 
keys. Consequently, any suc-
cessful solution must automate 
as many sources of error as 
possible so as to eliminate hu-
man error.

 ▪ Vendor lock-in / dependence: 
A Distributed Ledger Technol-
ogy (DLT) is composed of data-
bases, business data, rules, 
and workflows. Traditionally, 
databases were managed by 
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Payments
Two payment use cases will be 
 discussed in this chapter:

 ▪ Programmable money  payment 
– linked to Internet of Things 
(i.e. pay-per-use, trading use 
case, machine-to-machine pay-
ment)

 ▪ Merchant payment (online or 
physical point of sale): the user 
experience and settlement pro-
cess (back-office execution)

Hence, the payment use cases de-
scribed in this section are different 
from the ones of the payment leg 
and of the DvP in trading of digital 
assets. These will be discussed in 
the Chapter “Trading”. 

Current Situation:

Digital assets are becoming a more 
and more important part of the 
payments world. Gradually more 
retail customers are using payment 
cards to buy crypto assets and it is 
also increasingly commonplace to 
have the option to convert the digi-
tal assets for everyday use into 
fiat. Hence, it is the payment’s in-
dustry responsibility to enable cus-
tomers, merchants and businesses 
to move digital value in form of dig-
ital assets or fiat as user friendly, 
reliable and secure as possible. 
This will create a lot more new pos-
sibilities for shoppers and mer-
chants, allowing them to transfer 
value in an entirely new way. Not 
all of today’s cryptocurrencies will 
still exist in the coming years. We 
expect consumers and institutional 
clients to adopt digital assets that 
offer a high reliability, security and 
low volatility. 

Overall we encounter nowadays dif-
ferent forms of payment which are 
enabled by the stablecoins. Simply 
because they are stable in value 
and denominated in US dollars or 
Swiss Francs, they represent a fast 
way to move value from one place 
to another and positioned as an 
alternative to fiat nowadays. On 
the other hand, CBCDs represent 
an opportunity for central banks to 
upgrade their payments infrastruc-
ture and take advantage of digital 
currencies.
The whole world of DLT, digital as-
sets and tokenization started with 
a payment token called Bitcoin. In 
the meantime the payments area 
evolved, so that stablecoins (i.e. 
USDT), retail CBDCs ([4]) and dif-
ferent crypto currencies became 
more and more popular in the past 
5 years. However, only few tokens 
are currently being widely used:

 ▪ Crypto-currencies such as Bit-
coin are still too volatile to be 
used as an everyday means of 
payment. Exceptions are coun-
tries with a very high inflation 
and very volatile fiat currencies 
(i.e. El Salvador and the Central 
African Republic introduced Bit-
coin recently as legal tender)

 ▪ A lot of private stablecoins are 
already available, even ones 
that are pegged to CHF.Never-
theless, they are still under-reg-
ulated to have a large institu-
tional adoption.

 ▪ Some retail CBDC’s have al-
ready been implemented. Nev-
ertheless, the conceptual de-
sign of retail CBDC’s of 
advanced economies are not yet 
ready, and even numerous 

 central banks aren’t enthusias-
tic to the idea of developing a 
retail CBDC, as the SNB that 
focuses on the wholesale CBDC.

More and more payment service 
providers allow customers to settle 
their purchases at the merchants 
with their token, stored either on a 
custodial or non-custodial wallet. 
Solutions are already set to have a 
seamless experience for the cus-
tomers and merchants at the point 
of sale, nevertheless the processes 
behind are still mainly based on 
traditional finance railways, as the 
merchants usually receive their 
money in fiat currency, and may 
still involve some time in between 
the merchants being really paid for.

Programmable money for corpora-
tions to optimise their business 
model in the physical economy is 
already available within public DLT 
or can be built with partners on pri-
vate blockchain. Nevertheless, the 
use cases are still limited and are 
mainly at the POC level. The lack of 
an institutional grade means of 
payment may be the main cause of 
this absence. Nevertheless, the 
scarcity of the highly technical 
skills needed to develop those 
cases and the lack of immediate 
business potential may also re-
strain the current development.

Financial Markets

Globally, the competition for crypto 
is intensifying. Binance received 
regulatory approval to operate in 
France, Lugano has partnered with 
Tether to turn the city into the “Eu-
ropean Capital of Crypto” and 
BitMEX entered Switzerland. 
Last year, the total crypto trading 

volume ballooned to CHF 103 billion 
(Oct. 2020- Sept. 2021, Institute of 
Financial Services Zug IFZ), a dras-
tic rise compared to just the previ-
ous year. Direct investments 
through exchanges such as Bi-
nance and Bitstamp and through 
the 15 largest central exchanges 
amounted to CHF 92.6 billion. 
According to Financial Times (Apr. 
2022), there are currently 960 
crypto start-ups in Switzerland and 
last year, the Swiss Financial Mar-
ket Supervisory Authority (FINMA) 
granted regulatory approval to 
SEBA and Sygnum (banking), as 
well as to Crypto Finance and Tau-
rus (securities). 
Switzerland is not the only country 
adopting crypto payments but it is 
one of the most open and stable. 
Today more and more traditional 
financial institutions are getting on-
board with the technology, accept-
ing clients who are crypto native in 
addition to offering more payment 
and acceptance services across the 
fiat/crypto divide. 

Products

New solutions are now available to 
allow consumers to purchase and 
spend digital currencies in an easy 
and seamless way. Solutions such 
as crypto wallets and crypto cards 
are becoming widely available 
across Europe, enabling an easy 
way to spend crypto assets in an 
everyday setting. 
New payment solutions also allow 
merchants to accept digital cur-
rency payments from POS or 
e-commerce. This is also becoming 
increasingly available, enabling 
seamless customer spend without 
conversion into fiat. 
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In the future, solutions allowing 
interoperability will be key in ena-
bling user experience and pay-
ments across multiple types of dig-
ital currencies (i.e. CBDCs, 
stablecoins).

Processes: are nowadays cumber-
some as crypto partners convert 
digital assets on their end to tradi-
tional currencies, then transmit 
them through to the corresponding 
payment network.

Institutions & Stakeholders: Multi-
ple, non-interoperable solutions 
are offered by various institutions 
with a limited digital assets regula-
tory framework.
 
Technologies: the offerings for digi-
tal (decentralised) currencies are 
highly fragmented and the stand-
ardisation framework is currently 
not mature.

Cyber Security: public blockchain 
networks are still prone to cyber 
attacks, exploits and security 
breaches.

Legal, Regulation, Standards: the 
regulation for digital assets is in 
Switzerland already in place and is 
continuously being developed.

Environmental & Sustainability: 
some cryptocurrencies’ energy us-
age may be enormous. However, 
this aspect has been recently miti-
gated by means of upgrading from 
the PoW to the POS algorithm, in 
the case of Ethereum.

Vision

We envision that the payment land-
scape and its infrastructure will 
radically change in Switzerland in 
the next 10 years.

Programmable money payment: we 
strongly believe that reliable means 
of payment are essential for the 
future development of the whole 
Distributed Ledger Technolo-
gy-space.

Not all of today’s cryptocurrencies 
will be used in the future, as many 
of the hundreds of digital assets in 
circulation still need to tighten 
their compliance measures and/or 
do not have the technological ca-
pabilities to develop complex use 
cases and scale for global use. It is 
expected that consumers and the 
ecosystem as a whole will start to 
rally around the crypto assets that 
offer reliability, security and a 
bearable level of volatility. Never-
theless, we don’t expect any cryp-
tocurrency to be widely used as 
means of payment and replace 
any money in national currency 
(i.e. CBDCs, or stablecoins pegged 
to a CBDC).
We do believe that each currency 
union may have stablecoins 
pegged to the local currency. 
Those stablecoins would follow a 
standardised rule book. The rules 
will ensure that these new means 
of payments are as safe as possi-
ble. They will entail elements of 
centralised regulation and will 
most probably be a commercial 
bank money token (deposit to-
ken). The stablecoins will function 
based on a decentralised infra-
structure and will be fully interop-
erable with various blockchain 
protocols. The standardisation 
and regulation would ensure that 
the private stablecoins will be fully 

interchangeable and any economic 
actor will use it as if there’s only 
one, exactly as nowadays retail 
clients and institutions use their 
deposit money at the bank. 
Hence, a few stablecoins will exist 
inside a specific ecosystem, linked 
to specific economic actors that 
have specific features for their 
customers.
Along with stablecoins, retail CB-
DCs as “electronic cash” might 
play a role for a broader adoption 
of a tokenized world of finance. 
However, this greatly depends on 
the exact layout of such a solu-
tion. Also, at this stage it is hard 
to say if CBDCs will be usable out-
side of wholesale use cases ([5], 
[6]).

When it comes to merchant pay-
ments, we do not expect the user 
experience to change significantly. 
Retail customers will be able to 
trigger a payment at the POS ei-
ther with a card or a mobile app 
linked to their wallet. However, 
the confirmation and settlement 
of the transaction will be realised 
much faster due to the technolog-
ical enablement of underlying DLT.
We expect that any form of sta-
blecoin will be available to institu-
tional clients in order to allow op-
erating businesses in an efficient 
way and lower the risk of default.
Summed up, following aspects will 
improve and further develop in 
the short and long term:
  
Processes: payment networks will 
support digital assets directly, 
avoiding back and forth conver-
sion between crypto and fiat 
money.

Institutions & Stakeholders: local 
respectively global regulatory 
frameworks will be put in place, 
while specific solutions will be-
come standards.

Technologies: the exchange and 
transfer of interoperable and 
 regulated digital currencies will be 
enabled by global networks and 
platforms.

Cyber Security: dedicated cyber 
fraud prevention and risk tools will 
emerge and find a high adoption.

Legal, Regulation, Standards: a 
regulatory framework and global 
standards providing security & 
 reliability for creating new busi-
ness models and protecting con-
sumers will be put into place.

Environmental & Sustain ability: 
the technology behind cryptocur-
rencies will be aligned to environ-
mental & sustainability goals. At 
the same time we envision carbon 
footprint calculators integrated for 
customer transparency in the fu-
ture payment services.

Major gaps between  current 
situation and  vision

The main gap in order for the vision 
to become reality is the global regu-
latory gap, especially the AML as-
pect, as well as the technology gap 
since the current decentralised pay-
ment solutions are not highly scala-
ble and the blockchains operating the 
different payment solutions are not 
yet interoperable ([7]). 

In our view, the final design and im-
plementation of a retail CBDC’s is 
optional to turn the vision into reality. 
Nevertheless, the creation of a 
wholesale CBDC’s is necessary in or-
der to create interchangeable local 
currency stablecoins.

Moreover, our group of payment ex-
perts identified further gaps between 
the current situation and the vision 
formulated:
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Trading
Trading refers to the act of finding a counterparty and agreeing with that 
counterparty on a price for a certain number of units of assets. A central 
trading venue matches ask and bid orders and therefore demand and sup-
ply for a certain asset. The act of trading is clearly separated from the act 
of transferring the asset and obtaining legal finality on the transfer (i.e. 
settlement). While for spot markets, per definition, settlement typically 
takes place shortly after the trade has been concluded, in derivatives mar-
kets settlement may be well in the future. This document focuses on spot 
markets.
For assets listed on a spot market such as a regulated stock exchange, 
trades today typically are settled within one to three days after the trade. 
This is referred to as T+X settlement, whereby X is typically two days. For 
assets which are not traded and settled through the banking system, for 
example shares of an unlisted company in certificate form, and traded be-
tween one shareholder and another investor through a personal agreement 
(OTC trade). The settlement time of such a trade is usually bilaterally 
agreed as part of the trade conclusion document (share purchase agree-
ment). Typically, seller and buyer agree to deliver the asset and cash, re-
spectively, in between 7 and 10 days after the agreement. They may as 
well decide to sign the share purchase agreement (the trade) and the as-
signment of the certificate (the settlement) on the same day, making it a 
same-day settlement.

Challenges facing in Trading and Settlement today

The time delay between trade and settlement carries a settlement failure risk 
for the buyer and seller. At the time of settlement, the seller may no longer 
hold the securities or choose to not deliver the securities, and analogously, 
the buyer may no longer have the necessary funding or may choose to not 
deliver the funding. It may also be the case that one leg of the transaction 
may already have been delivered, e.g. that a security has been delivered but 
the cash payment never received (or vice-versa).
Traditional financial markets have established concepts to reduce those risks 
in the financial ecosystem. On the one hand, central clearing counterparties 
(CCPs) act as central counterparties to each side of the trade and centralise 
the risk with appropriate risk mitigation measures. If one party fails to de-
liver, the CCP covers this risk.
On the other hand, delivery-versus-payment (DvP) mechanisms are common 
in financial markets. DvP-mechanisms ensure that one leg of the transaction 
settles if and only if the other leg of the transaction settles too. DvP-mecha-
nisms cannot ensure that the trade settles, however they can ensure that if 
one leg fails at least both of the legs fail. Smart contracts as used within 
DLT-systems are well-suited to perform such DvP-mechanisms.

 ▪ Consumer protection (incl. pri-
vacy and security): more pro-
tection for consumers against 
abuse (i.e. pump and dump) 
when trading in markets. Lever-
age technology for data analysis 
and consumer protection (June 
22, FINMA) 

 ▪ Strict compliance protocols, incl. 
KYC: just last year the Financial 
Action Task Force (FATF) recom-
mended regulatory updates 
around virtual assets. Crypto is 
legal if licensed by FINMA. 
FINMA requires Virtual Asset 
Service Providers to provide 
personal identifiable info (name, 
account number, address, etc.)

 ▪ Regulation still developing: the 
Financial Action Task Force 
(FATF) regulations on interna-
tional level. Over 200 jurisdic-
tions comply and implement 
FATF’s regulations. FINMA regu-
lated at the country level.

 ▪ Crypto assets need to offer the 
stability people need in a vehicle 
for spending, not investment: 
virtual assets companies are 
required to register with FINMA 
and comply with its consumer 
protection regulation.
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They ensure by programmed code that only if one side of the transaction 
settles, the other leg will settle as well.
At the same time, in TradFi the trading processes involve multiple interme-
diaries, which slow down the overall settlement time.
On the other hand, settlement through a DLT-system is often referred to 
as “atomic settlement”. An atomic settlement ([8]) carries two distinct 
properties of settlement: One property being the “instantaneous settle-
ment” (i.e. no timing delay between trade execution and settlement), the 
other being the “simultaneous settlement” (i.e. settling one or potentially 
multiple legs of a transaction simultaneously with the other legs and if 
and only if the other leg(s) settles (settle) as well). In other words, the 
 securities will be delivered if and only if the payment has been received.

In order to close the gap between the T+X and atomic settlements, we 
 envision a fundamental change in the way trading is layed out today.

Vision of trading

We expect that the trading land-
scape in Switzerland, a country 
known for its favourable regulatory 
environment and its position as a 
global financial hub, will undergo 
significant transformations through 
blockchain enablement. Some ways 
on how the trading landscape can 
evolve are explained below:

 ▪ Trading ecosystem: will develop 
much further as today and will 
have at its centre a new genera-
tion of exchanges developed on 
blockchain infrastructure, like 
SDX Switzerlands’s first fully 
regulated FMI exchange for dig-
ital assets. Hence, atomic set-
tlements will be possible and 
the retail and institutional cus-
tomers will benefit from the fast 
time between trading and set-
tlement (many activities moving 
from traditionally post-trade to 
pre-trade).

 ▪ Regulatory Framework: Swit-
zerland has been proactive in 
establishing a clear and favour-
able regulatory framework for 
blockchain and digital assets, by 
introducing the DLT law in 2021. 
The Swiss government’s contin-
ued support for innovation in 

the blockchain space is likely to 
encourage the growth of block-
chain-enabled trading platforms 
and services.

 ▪ Security and Trust: blockchain’s 
immutability and security fea-
tures will enhance the trustwor-
thiness of trading in Switzer-
land. This will attract more 
institutional investors and HNW 
individuals to participate in 
blockchain-enabled trading.

 ▪ Integration of TradFi: blockchain 
enablement will foster greater 
integration between traditional 
finance and digital assets in 
Switzerland. This will lead also 
to the development of hybrid 
trading platforms that  offer 
both traditional financial prod-
ucts and blockchain-based as-
sets.

 ▪ Cross-Border Trading: Block-
chain-based trading platforms 
could facilitate cross- border 
trading, making it easier for in-
ternational investors to access 
Swiss financial markets and 
Swiss investors to trade global 
assets.

The benefits of blockchain enablement for trading in Switzerland are signif-
icant. However, challenges related to interoperability, scalability, and com-
pliance will need to be addressed to ensure a smooth and sustainable evo-
lution of the trading landscape. At the same time, standardisation and 
partnerships will play an important role in shaping the global impact of 
blockchain on trading.

Lending
Lending is one of the basic mechanisms in finance. 
Thus, it is not surprising that also in a world 
of  tokenized finance the term respectively the 
 application of lending arises. 

Lending of digital assets is a financial service that allows individuals and 
institutions to lend or borrow cryptocurrencies, typically through special-
ised online platforms known as crypto lending platforms or DeFi protocols. 
Lending in DeFi is a smart contract-based process that facilitates the peer-
to-peer lending and borrowing of crypto assets without third parties. This 
practice is an important part of the broader crypto finance ecosystem and 
has gained popularity due to its potential for earning interest on digital 
 assets holdings or accessing capital without selling assets. 
The main aspects of crypto lending are:

 ▪ Peer-to-Peer Lending: Debt can 
be tokenized in the form of 
loans provided by individuals or 
institutions. Borrowers receive 
tokens representing the debt, 
and lenders can trade these to-
kens on secondary markets, 
 potentially increasing the liquid-
ity of the loans.

 ▪ Lenders: These are individuals 
or entities that have surplus 
cryptocurrencies and are willing 
to lend them out to earn inter-
est. By lending their digital as-
sets, they temporarily transfer 
ownership to the borrower in 
exchange for a predetermined 
interest rate.

 ▪ Borrowers: On the other side, 
borrowers are individuals or 
 entities seeking to access cryp-
tocurrencies without purchasing 
them outright. They often need 

crypto funds for various pur-
poses, such as trading, invest-
ment, or leveraging positions.

 ▪ Crypto Lending Platforms: 
Crypto lending is facilitated 
through specialised platforms 
that act as intermediaries, con-
necting lenders with borrowers 
(i.e. BlockFi, Compound, Aave, 
Bitfinex, Crypto.com). These 
platforms handle various as-
pects of the lending process, 
including matching lenders and 
borrowers, managing loan 
terms, and ensuring the safety 
of funds through secure smart 
contracts.

 ▪ DeFi Lending pools: an essential 
concept in the world of decen-
tralised finance (DeFi). They are 
pools of funds provided by vari-
ous users who deposit their 
cryptocurrencies into a smart 
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contract on a blockchain. These 
pooled funds are then made 
available for borrowers to bor-
row from. Borrowers who need 
access to funds can request a 
loan from the lending pool. To 
borrow from the pool, borrow-
ers must typically provide col-
lateral in the form of other cryp-
tocurrencies. DeFi lending 
platforms that utilise lending 
pools include Compound, Aave, 
and MakerDAO. These platforms 
have contributed significantly to 
the growth of decentralised 
lending and borrowing, offering 
users a range of financial ser-
vices without relying on tradi-
tional financial institutions. 
However, it’s important to re-
member that while DeFi offers 
exciting opportunities, it also 
carries risks, such as smart 
contract vulnerabilities and po-
tential loss of funds due to mar-
ket volatility. Users should exer-
cise caution and conduct 
thorough research before par-
ticipating in DeFi lending pools.

 ▪ Collateralization: One common 
feature of crypto lending is col-
lateralization, where borrowers 
are required to deposit a certain 
amount of cryptocurrency as 
collateral to secure the loan. 
This collateral acts as insurance 
for lenders, as it can be liqui-
dated to recover their funds in 
case the borrower defaults on 
the loan. In thor context the 
proof of reserve ([9]) for the col-
lateralization is essential as 
some default events from the 
crypto industry showed in the 
past year.

 ▪ Smart Contracts: In many 
cases, the lending platforms 
use smart contracts to auto-
mate the lending process. 
Smart contracts are self-exe-
cuting agreements with the 
terms of the loan coded into 
them. They  enforce the terms 

and conditions, handle interest 
payments, and automate collat-
eral management.

 ▪ Custody: for safeguarding the 
digital assets borrowed there 
are two options: sole custody or 
third-party custody. Third-party 
custodians offer secure storage 
solutions for digital assets, en-
suring the safety and integrity 
of the cryptocurrencies held by 
the lending platforms and their 
users (i.e. Metaco, Fireblocks). 
Sole custody for crypto lending 
refers to a custody arrange-
ment where a single entity or 
individual holds complete con-
trol and responsibility for safe-
guarding the digital assets in-
volved in the lending process. 
In the context of crypto lending 
platforms, sole custody means 
that the platform itself is the 
sole custodian of the cryptocur-
rencies deposited by lenders 
and borrowers. It is essential 
for users considering crypto 
lending through platforms with 
sole custody to thoroughly re-
search the platform’s reputa-
tion, security measures, and 
terms of service. Additionally, 
users should be aware of the 
risks associated with the plat-
form itself, as vulnerabilities or 
operational issues could impact 
the safety of their assets. 

 ▪ Interest Rates: The interest 
rates in crypto lending are typi-
cally higher than those in tradi-
tional finance, mainly due to the 
volatile nature of cryptocurren-
cies and the inherent risks in-
volved. Interest rates can vary 
depending on the platform, the 
digital assets being lent, and 
the demand for borrowing that 
particular asset.

 ▪ Tokenized debt: as mentioned 
tokenization refers to the pro-
cess of converting real-world as-
sets, such as debt, into tokens 

on a blockchain. These tokens can then be bought, sold, and traded on 
various blockchain platforms. Tokenizing debt offers several potential 
benefits, including increased liquidity, fractional ownership, and stream-
lined settlement processes. Here are some ways debt can be tokenized:

 ▪ Tokenized Bonds: can then be traded on cryptocurrency exchanges, 
 allowing for greater accessibility and liquidity.

 ▪ Peer-to-Peer/DeFi Lending: Debt can be tokenized in the form of loans 
provided by individuals or institutions. Borrowers receive tokens 
 representing the debt, and lenders can trade these tokens on second-
ary markets, potentially increasing the liquidity of the loans.

Vision of Lending of Digital Assets

It’s essential for participants to research and understand the risks associ-
ated with crypto lending before participating. As the crypto lending indus-
try is relatively young and rapidly evolving, users should choose trustfull 
platforms, consider their risk tolerance, and use appropriate risk manage-
ment strategies. Additionally, users should be aware of the legal aspects of 
crypto lending.

Crypto lending is promising. As cryptocurrencies gain wider acceptance 
and become more mainstream, the demand for crypto lending services is 
likely to grow. More individuals and institutional investors may seek to earn 
interest on their crypto holdings or use them as collateral for loans. SFTI 
envisions that traditional banks will start offering lending services for digi-
tal assets as soon as the adoption of crypto assets will increase in Switzer-
land. Some traditional financial institutions have already started exploring 
crypto lending services or integrating cryptocurrencies into their offerings 
(i.e. Swissquote, Julius Bär). This trend could accelerate as cryptocurren-
cies become more integrated into the global financial system and the lend-
ing platforms continue to improve their security measures and gain users’ 
trust. Moreover, we envision stablecoins playing a significant role in crypto 
lending. They provide a less volatile option for both lenders and borrowers, 
making lending services more attractive and accessible.
 
Risks and Considerations: While digital assets lending can be a lucrative 
way to earn passive income, it comes with risks. Lenders risk losing their 
funds if borrowers default and fail to repay the loan. Borrowers, on the 
other hand, may face the risk of liquidation if the value of their collateral 
drops significantly.

[9
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Staking
The expression “staking” addresses 
two different terms: 1. staking in 
relation to Proof of Stake (POS) and 
2. staking in the context of lending. 
While “POS-Staking” refers to a 
mechanism, which on one hand is a 
key building blocks of some block-
chain protocols, the other meaning 
of staking refers to the possibility 
for investors to generate returns on 
their digital assets. As these two 
aspects are closely interrelated it is 
necessary to first have a look at the 
consensus algorithm called Proof-
of-Stake and its difference to the 
most common mechanism called 
Proof-of-Work. 
In this chapter we will talk only 
about native crypto assets.

Proof of Work

The first way to mine cryptocur-
rency was by means of applying 
the Proof of Work (PoW) algorithm, 
a mechanism that was introduced 
with Bitcoin. PoW can be conceived 
as a huge lottery game where 
there is a huge heap of tickets and 
players are frantically trying one 
ticket after the other until they find 
by pure chance the winning one. 
Their ability to find the right one is 
just a function of how fast their 
hands can pick and try new tickets 
from the heap (i.e. their hashing/
computational power). With some 
mitigations it’s fundamentally a 
winner-takes-all race, where only 
one miner gets to mine a block and 
reap the reward, while all the other 
participants are doing their compu-
tations essentially for nothing, 
wasting in the process a relevant 
amount of energy. PoW is ineffi-
cient by design, not easy to scale, 
even though L2 Blockchains can 
mitigate some issues, and the arms 

race for hashing power makes it no 
longer democratic and idealistic as 
it was supposed to be at the begin-
ning. The time when anybody could 
mine with his home computer is 
long gone. Nowadays, huge mining 
pools have completely overtaken 
the mining process, with dedicated 
hardware (mining rigs) usually lo-
cated in countries with very cheap 
and (non-)renewable energy 
sources.

Current Situation:  
Proof of Stake

Proof of Stake (POS) is another 
mechanism for the creation of new 
blockchain blocks. With POS new 
blocks are said no longer to be 
“mined” but rather “forged”. In-
stead of having the described 
“massive lottery game” based on 
computational power, POS might be 
conceptualised as a game, where 
each player is contributing by put-
ting its wealth “at stake”. With a 
different selection mechanism (i.e. 
waiting time in queue, amount of 
wealth staked, random selection) 
only one miner (validator) is se-
lected per block. The validator puts 
its wealth “at stake” while doing the 
computations, which are done only 
once and then verified by the other 
nodes in the validators’ circle. If it’s 
all correct, the validator gets the 
reward, if there are errors or faults, 
a part of its stake is taken (“slash-
ing”), a part up to the entirety ac-
cording to the severity and the mal-
ice of the error. This approach is 
much more scalable, and allows a 
very efficient, fast and environmen-
tally sustainable operation of the 
whole blockchain. Cardano, Polk-
adot,  Tezos, Eos and Solana are 
 examples of blockchain protocols 
with a POS mechanism. Recently 
Ethereum moved to POS as well. 
The biggest disadvantage of POS is 

that there is a certain limit to the 
openness of the system. As valida-
tors need to fulfil specific obliga-
tions such as having a node con-
nected with a complex software 
stack running 24/7, or they risk ex-
pulsion from the validators’ list. 
The most selective condition is hav-
ing a relevant wealth to put at 
stake. This introduces de iure and 
no longer just de facto a “rich get 
richer” mechanism hard-coded into 
the system. But, even the previous 
PoW blockchains - despite their ini-
tial promises of freedom and de-
mocracy - are highly centralised, 
with powerful rich-get-richer effect 
([10]). Staking on the other hand 
can prove to be a much more open 
system than initially thought, by 
allowing consortia of small inves-
tors to come together to present 
their stakes. 

Vision of Staking:

Ethereum requires 32 staked ETH, 
as well as a machine that is con-
stantly connected to the network 
and updated with the latest soft-
ware. The custodians have in the 
context of staking the opportunity 
of offering new services for digital 
assets investors like staking-as-a-
service and hence, pooling small 
investors together. This was the 
digital assets of the investors lev-
eraging the managed infrastruc-
ture of the custodian. Currently, in 
the Swiss financial landscape there 
are already a few regulated ex-
changes and banks which are offer-
ing this type of a service (i.e. SDX 
offers ETH staking for institutional 
clients, Swissquote offers SOL, 
ETH, XTZ, DOT staking). Custodi-
ans can offer this service as an in-
vestment to private or institutional 
investors for receiving a reward 
(APY). This can represent an addi-
tional source of income for custodi-
ans, as they can keep a share of 
the interest for themselves. In ad-
dition, custodians can offer pooling 

for smaller investors or node ser-
vices for the institutional investors 
who don’t want to have their ma-
chines connected. This is not much 
different from the small interest 
rates offered by banks, with the 
guarantee that the custodian will 
avoid slashing events. As a new 
use case, new insurance products 
can be launched in order to offer to 
mitigate the unforeseen case of a 
slashing.

At the same time, Switzer-
land-based decentralised finance 
projects and staking pools can 
merge to provide services to a 
broader audience. The platforms 
can facilitate staking for various 
cryptocurrencies, making it acces-
sible to both retail and institutional 
investors.

Furthermore, we envision the inte-
gration of staking in TradFi. For 
example, investment funds in 
Switzerland will consider allocating 
a portion of their portfolio to stak-
ing as an alternative investment 
strategy.

Moreover, as cryptocurrency mar-
ket matures and institutional inter-
est grows, more Swiss-based insti-
tutional investors and funds will 
explore staking as a way to partici-
pate in the blockchain industry and 
potentially earn passive income.

If SNB will move forward with the 
development of a CBDC, staking 
mechanisms will also be considered 
as part of the consensus model for 
the CBDC network.

Switzerland’s proactive stance on 
blockchain regulation will lead to 
further regulatory clarity and en-
courage more retail and institu-
tional investors to participate in 
staking.

[1
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Accelerator: 
 Interoperability

Interoperability and it’s importance 
for tokenized fnance
Tokenization will create global markets for assets and rights that have so 
far been unbankable due to issues such as limited liquidity, geographical 
inaccessibility, and cost. In order to facilitate a wider tokenization of assets 
and to realise the associated potential benefits (including transparency, 
efficiency, liquidity and inclusion), it is necessary to enable interoperability 
between platforms and ecosystems. Interoperability is at least in the 
short- to medium-term the accelerating element of the Vision of Tokenized 
Finance.

Interoperability

Transparency

Efficiency

Liquidity

Inclusion

Custody / Safekeeping
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The simplest way to enable interoperability is to use the same standards 
and underlying technologies across all platforms and ecosystems. Cur-
rently, most financial institutions maintain their own ledger or platform, 
making the transfer of financial products or assets costly and time-con-
suming. Additionally, in a tokenized world, new information networks and 
trusted data sources will be added to verify the validity of the asset. Some 
financial products may be valued based on external data on which they 
 depend. An example of this could be applications that promote carbon 
emission reduction. Many of their associated incentives and benefits are 
based on data points that are observed or generated by different partici-
pants of the network. We therefore envisage that APIs will play a more 
central role in achieving interoperability between different platforms and 
ecosystems. By introducing standard sets of APIs, we could allow the 
 exchange of tokenized assets and rights across different standards, plat-
forms and implementations. These standard APIs must follow certain 
 principles, which must be established early on to ensure the further devel-
opment of the ecosystem and to ensure equal participation rights.

Current Situation:

In a general context for the 
 financial markets:

 ▪ Mostly silos (banks, financial 
intermediaries and basically any 
other kind of corporations) e.g. 
core banking IT systems use 
different attributes for financial 
products

 ▪ We are seeing players in the 
market that have built their own 
exchanges and custodian ser-
vices and plan to link these to 
other custodians. By doing so, 
they are setting the infrastruc-
ture basis for future applica-
tions in the area of decentral-
ised finance.

Tokens are immutable in the sense 
that they represent a right and/or 
legal asset that can be owned, 
traded, bought and sold (in fraction 
or in whole). Tokens are mutable in 
the sense that they can be 

 transferred in a seamless way 
 between custodial and non- 
custodial holders.

Tokens are also mutable in the 
sense that they can be enhanced or 
supplemented with metadata, with 
clear distinction between the origi-
nally created token and the supple-
mentary ‘enriched’ data added to 
it. For example, a token that repre-
sents a physical item or digital as-
set might have photography, or 
supplementary data ‘wrapped’ 
around it. The token and the added 
data are treated as one entity. Lin-
eage and trading history of tokens 
are transparent and available to 
the owner, custodial holder, and 
regulators to aid in KYC/AML regu-
lations. Tokens owned or offered by 
one entity or institution can be 
(with appropriate permissions) 
bundled (in part or in whole) into 
larger pools of tokens or tradable 
assets to be treated like a part of 
an exchange traded fund, that can 
be purchased or sold on an open 
market.

Future interoperability 
requirements and 
 capabilities

In reference to chapter 1, we al-
ready defined who the ecosystem 
partners are and who will play an 
important role in a world where 
 tokenized assets are common 
 financial products. 
In this chapter, we will define in 
more detail how the different 
 ecosystem partners might work 
together using concrete examples. 
We will be analysing the examples 
considering the following three 
main interoperability use cases 
which we believe are the most 
 important to solve first:

 ▪ DLT to DLT: Two distributed 
ledgers technologies are able to 
communicate with each other.

 ▪ DLT to external: A distributed 
ledger communicates with an 
external entity (e.g. govern-
mental for tax reporting) or a 
custody provider/issuer. 

 ▪ External to DLT: External data 
sources (e.g. KYC, fiat / real 
world data enriches an asset) 
inputs data into the DLT.

We believe the most pressing use 
cases can be introduced with the 
examples below. Each example is 
accompanied with a graphic show-
ing how the current ecosystem 
might be able to function in the fu-
ture when the below outlined inter-
operability use cases have been 
introduced.

“Automated reporting 
and claim settlement”

Investors have the right to self 
 custody, or to hand their tokens 
to a third party custodian for 

 safekeeping, ease of management, 
or portfolio consolidation. In the 
case that an individual keeps sole 
custody of their tokens and thus 
private keys, self-reporting can be 
performed through a third party 
offering to provide comprehensive 
reports on transaction dates, fiat 
value in local currency where the 
tax obligation lies at the tax meas-
urable date in a certified format 
with strong references either to a 
blockchain or other certificate au-
thority to support audit require-
ments.

In the case that an investor uses a 
third party custodian of their as-
sets, the custodian either them-
selves or through a third party pro-
vider facilitates all reporting 
outputs that are needed to satisfy 
government taxation requirements 
of domiciles where the token holder 
has tax obligations.

Zero Knowledge Proof (ZKP) can 
for example greatly simplify and 
streamline communication to the 
tax offices, with custodian agree-
ments and taxes automatically de-
ducted from our holdings. How do 
they work? ZKPs permit us to ob-
tain cryptographic proof without 
disclosing our full information. Im-
agine having to be above 21 years 
of age in order to have a drink in a 
bar: right now you can’t prove to 
be of adult age without disclosing 
your full date of birth by displaying 
an ID Card to the bartender. The 
tax declaration must contain ex-
actly your income and/or wealth to 
know if you are entitled to certain 
benefits or reductions. With Zero 
Knowledge Proof it is possible 
to prove certain conditions without 
fully revealing your data, with a 
 variety of ways and techniques.
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Example: 
Individual,
Custody Provider, Issuer

Issuers

Financial corporations 
and FinTechs

Investors

[9
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Example: Investor, 
Custordy, State

Custody

Public institutions, 
politics, regula-
tors

Investors

Zero-Knowledge Proofs are an 
 actively researched field in cryp-
tography with numerous subtop-
ics. By combining Decentralised 
Identity and Blockchain, asser-
tions and verifiers can be em-
ployed to prove certain conditions 
to a third party, thus allowing for 
automated workflows that could 
save hours in compliance and pa-
perwork. Tax Declaration and Re-
turn for crypto assets could be 
handled securely and privately in 
this manner, and not where 
trusted custodians are employed 
to verify specific assertions made 
by users. A particular version of 
Zero-Knowledge Proof, Proof of 
Reserve, can be used to demon-
strate the availability of particular 
crypto assets without compromis-
ing the privacy of these assets. 
Furthermore, this is increasingly 
employed to affirm the solvency 
and liquidity of Exchanges, a sub-
ject of great relevance in the 
present day.
From the point of view of the in-
vestor, the future could look so: 
Investors keep their private keys 

to themselves or provide it to a 
(regulated) third party custodian. 
All rights stay with the investor. 
A specialised software tool assists 
the investor to consolidate all its 
assets. It also enables the inves-
tor to report the balances, earn-
ings and transactions anony-
mously to the tax office. In theory 
it could even be imagined that the 
respective due tax payment is au-
tomatically deducted, while label-
ling the investor as having settled 
its tax payments in full. While an 
automation to this degree might 
be unrealistic in a timeframe of 
only 10 years, efficiency gains to 
some lower degree may very well 
be in sight.

Verified proof of 
 (digital) assets/reserve

An investor who keeps their keys at 
a custody provider is very inter-
ested in verifying that their assets 
are secure. As discussed in detail 
in the previous chapter on custody 
and safekeeping, this is still an 
 unresolved issue due to existing 
systems and processes. Addition-
ally, there is currently a lack of 
open systems, which is being ad-
dressed through initiatives such 
as Open Banking API (in Switzer-
land) and others worldwide.

The task of a custodian is to pro-
vide necessary assistance in docu-
menting the fiscal documents of 
the held assets. Once these assets 

are tokenized, this documentation 
would also need to include a mech-
anism to be able to verify if the 
 underlying asset is still existing and 
is therefore auditable ([9]). 

Being able to introduce interopera-
bility options like a standard API 
 between a custody provider and the 
issuer would make such documen-
tation possible, reduce costs and 
provide additional transparency. 
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Example: 
Traditional Financial System 
to Token Ecosytem

Issuers

Public institutions,
politics, regulators

Other facilitators

Financial corporations 
and FinTechs

Investors

Transactions rules and 
parametrization

Moving an asset, for example, 
money or the contract of ownership 
for a building, from a traditional 
financial system to a token ecosys-
tem requires clear regulation of the 
involved process. Once the asset 
has been moved, the traditional 
asset must safely be destroyed.

If the client does not yet own any 
token assets, a new private and 
public key must be created for the 
client following standards set by a 
governing body. This key pair must 
then either be safeguarded by the 
client or entrusted to a financial 
institution or intermediary.

Once the required key pair has 
been created, the new token asset 
can be created on the DLT chosen 
by the financial institution. The 
 token content should follow certain 

standards to allow use of the token 
by other financial institutions 
should the client wish to move his 
assets to another bank.

Only the financial institution wish-
ing to transfer the asset to a token 
ecosystem should be entitled to 
 initiate such a transfer, as this in-
stitution will be reliable for the 
proper execution and adherence to 
the rules set out by the governing 
body. However, the transfer may 
only be done if the client owning 
the traditional asset or intermedi-
ary signs the transfer with the 
matching private key.

Cross chain transactions incl. KYC-data reconciliation

Different partners might use different technologies. Assume a client of Bank 
A wants to become a client of Bank B. This process is cumbersome both for 
the client and the bank as the client needs to gather all documents again 
and the bank must verify it again: the KYC process is duplicated, creating 
cost and effort for both parties.

Irrespective of the DLT solution Bank A and B are using, it shall be possible 
to exchange special tokens which represent e.g. the result of a KYC check 
and therefore, make use of a cross-chain interoperable protocol ([7]). This 
token is issued by Bank A, as the initiator of the KYC process, and shared 
with Bank B on request and with the approval of the client. Bank B might 
require additional information from the client (i.e. the product asks for it) 
and amends the token with it after it ran through the additional KYC step.

The process (policies, guidelines, IT solution) used for the KYC procedures 
might differ from Bank A to Bank B. Meanwhile, the token exchanged on 
the DLT platform is product-agnostic and receives and stores information 
from different KYC products in a standardised format. Data flows from ex-
ternal to DLT, and in a limited scope also from DLT to external. A simplified 
process may look like this: 

Step Actor / Data flow

Perform KYC checks Bank A

Store data and decisions Bank A

Create token Bank A > DLT

Exchange token Bank A > Bank B / DLT > DLT

Extract KYC information DLT > Bank B

Perform additional KYC checks Bank B

Store data and decisions Bank B

Enhance token with additional  Bank B > DLT
KYC information 

[7
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Example: Other 
technologies to token 
ecosystem

Financial corporation 
and FinTechs

Financial corporation 2

Investors

Example: Token Ecosystem to Token Ecosystem

Issuers

Public institutions,
politics, regulators

Public institutions,
politics, regulators

Other
facilitators

Exchange

Other
facilitators

Financial corporations 
and FinTechs

Financial corporations 
and FinTechs

Investors Investors

Exchanges among different 
token ecosystems

In the situation of a token ecosys-
tem to token ecosystem transfer, 
interoperability capabilities must 
be enabled at multiple levels, cov-
ering both technical, compatibility 
and regulatory aspects.

A token-to-token atomic swap is a 
prime example of a predominant 
use case in a token-ecosystem to 
token-ecosystem transfer.

An atomic swap can be performed 
for various reasons, such as mov-
ing of tokenized assets to a differ-
ent store of value such as a stable-
coin, to a different ecosystem in 
order to take advantage of the 
destination ecosystems properties 
or value-added services, or even 
simply an exchange to facilitate a 
currency swap in the case of 
crypto currencies.

In this process, a smart contract or 
other mechanism on one ecosys-
tem communicates via an open 
standards-based approach to ena-
ble the transfer of a valued amount 
of tokens from ecosystem A, to an 
equally valued amount of tokens 
from ecosystem B. The value of the 
tokens can be defined by the mar-
ket, the initiator of the trade, or by 
the sending and receiving parties.

As part of the atomic swap, capa-
bilities to support destruction of 
the tokens in ecosystem A must be 
present and executed as part of 
the swap process to avoid a dou-
ble-spend scenario.
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Regulatory / Legal 
 interoperability

All of the aforementioned pillars 
constitute our vision, but are unat-
tainable if we cannot ensure inter-
operability between them. Moreo-
ver, it is essential to bear in mind 
that a successful adoption of to-
kenized assets will necessitate a 
variety of policy alterations, in-
cluding regulatory acceptance and 
interoperability between different 
jurisdictions. This inter-jurisdic-
tional interoperability can only be 
achieved through a harmonisation 
of existing policies, similar to those 
of today’s stock exchanges. The 
policies and technologies already 
adopted by crypto-friendly countries 
can trigger policy learnings in other 
countries and potentially inspire 
similar policies to be implemented 
by other jurisdictions. This would, in 
turn, bring about a diffusion of rela-
tively consistent policies that would 
enable inter-jurisdictional exchanges 
and interoperability.
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Conclusion  
& Outlook

The report at hand first established a framework consisting of contextual 
as well as main elements of the vision of tokenized finance. This vision tar-
gets a horizon of roughly ten years and strives to maintain a balance be-
tween aspiration and pragmatism. The significance of regulatory and legal 
facets is recognized, but deliberately excluded from the primary elements. 
Future efforts shall address these associated challenges in detail.

Having scrutinised all components of the newly developed framework, this 
chapter will now summarise the most crucial points and illuminate certain 
previously discussed areas. These areas exhibit potential for advancement, 
which could be instrumental in realising the broader vision.

As we envision the future of a tokenized financial market, we foresee an 
evolution underscored by a surge in tokenized assets, used and processed 
by an ever-expanding group of participants. Transparency, the critical cat-
alyst, will pave the way for unprecedented efficiency, making transactions 
faster, more cost-effective, and knowledge-driven. In this environment, the 
marketplace will become more dynamic, with assets readily convertible 
into other assets across different ecosystems. This eventually shall result 
in greater liquidity (or at least tradeability), new business models, which 
are difficult to foresee and eventually potential for economic growth.

To realise this vision within the next decade, we acknowledge the pivotal 
role of interoperability among different (eco)systems, technologies, stand-
ards and legal jurisdictions. Our commitment is to foster interoperability, 
breaking down barriers and expanding possibilities for engagement, thus 
spearheading a more connected, efficient and inclusive digital asset mar-
ket, while adhering as well as supporting to develop the needed regulation.

Contextual elements

Main elements of the vision

Accelerating element

Outline of the report

Conclusion & Outlook

Vision’s elements
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Summary of the vision 
of tokenized finance

Based on the above analysis and 
the formulated vision for each 
building block of tokenized finance, 
SFTI recommends following actions 
to be considered by the enter-
prises, institutions, innovators and 
regulators of the financial services 
industry:

 ▪ Interoperability between 
 Financial Platforms and Digital 
Assets Ecosystems 
  
The current situation in the 
 financial market is that most 
financial institutions maintain 
their own ledger or platform, 
making the transfer of financial 
products or assets costly and 
time-consuming. Simultane-
ously the world of tokenization 
is very fractionalised and relies 
on many different ways of how 
to do things. The goal should 
be to bring the traditional world 
closer to the world of tokenized 
assets and to make these 
 systems interoperable. They 
need to be able to easily com-
municate with each other.

 ▪ Payment leg 
 
We need a functioning payment 
leg for the DvP-process. Thus, 
a well working and regulated 
stablecoin and / or CBDC or 
“ Deposit Token” is essential for 
the transparency and efficiency 
of our Swiss financial system. 
 
 

 ▪ KYC & E-ID 
 
To be able to fulfil the regulatory 
needs the Financial Services 
 industry needs new ways of col-
laboration and data management 
in terms of relation to personal 
data and identity management. 
These means of identification 
and authentication best need to 
be usable across different indus-
tries.

 ▪ Secondary markets 
 
We need a clear structure of 
different secondary markets 
that allow a smooth transaction 
process for any kind of token. 
The structure might differenti-
ate between issuer types, asset 
types and volumes. Neverthe-
less a transition towards an-
other secondary market should 
always be enabled if necessary. 
As standards might differ we 
need practical transition pro-
cesses and APIs across sys-
tems.

 ▪ Disintermediation  awareness 
 
Decentralisation plays an essen-
tial role in tokenization. However, 
often it is not easy for users to 
detect the level of disintermedia-
tion. Thus we envision the indus-
try to develop practical tools to 
identify associated risks with dif-
ferent approaches. This could 
e.g. relate to custody solutions. 
The working group in general 
supports the possibility for self 
custody. If other solutions 
through third parties are being 
used a clear identification of the 
kind of  custody solution would be 

expected. This shall also include 
the associated risks and could 
e.g. be put in action via the 
 implementation of a labelling 
solution.

 ▪ Increased automatisation 
 
The end-to-end banking pro-
cesses of transactions even 
in the digital asset space still 
bears a lot of room for improve-
ment. Tokenizing more and 
more assets is one way to re-
duce unnecessary oracles and 
thereby API-risks. However, 
also the general process of link-
ing the digital assets with 
 directly legally binding rights 
and duties (e.g. corporate ac-
tions) is further developable.

 ▪ Education 
 
In the area of Digital Assets 
 education is key for increasing 
the adoption of new asset 
classes, creating new customer 
segments and further develop-
ing innovative and secure fi-
nancial products. SFTI is highly 
 recommending the education 
of the retail customers and in-
stitutional customers in mat-
ters of custody and self-cus-
tody. While a retail customer 
can decide for self-custody by 
means of a hard or cold wallet, 
the institutional clients must 
adopt a most probably central-
ised custody solution.
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Set necessary 
regulation and 
provide education

Fo
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Interlink with contextual developments 

Develop additional applications

Reduce hurdles to issue, trade and pay

Guarantee safekeeping

What comes first?

Putting the vision, its ideas and proposals into a chronological order is 
difficult to impossible. There are various underlying chicken-and-egg situ-
ations at play, which can be challenging. Nevertheless, the working group 
has attempted to summarise the key underlying actions that should lead 
to a tokenized world of finance. These actions all relate to the elements 
of the previously introduced framework of tokenized finance. They also 
point to external factors (i.e. not necessarily DLT-related developments), 
such as the introduction of a widely accepted e-ID, which could break 
some of the causality dilemmas in the introduction of new, more efficient, 
transparent, inclusive and possibly more liquid markets. 

In the coming years, the area of tokenized finance is likely to see significant 
growth and innovation. As the financial industry continues to embrace 
blockchain technology and decentralised finance solutions, several key 
 priorities and focus areas are likely to emerge:

 ▪ Regulation and Compliance: 
As tokenized finance becomes 
more mainstream, regulatory 
frameworks will play a crucial 
role in shaping its develop-
ment. Establishing clear and 
favourable regulations in Swit-
zerland that address issues 
like investor protection, an-
ti-money laundering (AML), 
and know-your-customer (KYC) 
procedures will be essential to 
foster trust and adoption.

 ▪ Guarantee safekeeping – 
 Security and Auditing: Security 
remains a top concern in the 
digital assets space. Enhancing 
the security of smart contracts, 
conducting regular audits for 
them, and addressing vulnera-
bilities will be critical to protect 
users’ assets, maintain investor 
confidence and reduce the risks 
of security breaches.

 ▪ Foster Interoperability: 
 Improving interoperability be-
tween different blockchain net-
works and token standards will 
enhance the efficiency and usa-
bility of tokenized finance. 
Cross-chain solutions will ena-
ble seamless movement of as-
sets between different plat-
forms, creating a more 
connected and accessible finan-
cial ecosystem which is globally 
intertwined. 
 

 ▪ Reduce hurdles to issue, 
trade and pay & Develop 
new  applications:

 ▪ Scalability: As tokenized finance 
gains popularity, scalability will 
be crucial to handle increasing 
transaction volumes. Layer 2 
solutions and advancements in 
blockchain consensus algo-
rithms will be important to 
 address the existing scalability 
challenges.

 ▪ User Experience: Improving the 
existing user experience and 
making tokenized finance more 
accessible through easy to  
use products and applications is 
essential for wider adoption. 
Streamlining the onboarding 
process, simplifying wallet 
 management, integrating TradFi 
with DeFi and offering intuitive 
interfaces will attract more 
 users to the ecosystem.

SFTI underlines with this study also 
the importance of education in the 
area of digital assets. We strongly 
believe that education is a pivotal 
part in increasing the adoption of 
tokenized assets. This should cover 
all aspects and layers of it: from 
user experience, user benefits to 
infrastructure, underlying technol-
ogy and its implementation in or-
der to create the expected trust in 
a new generation of products and 
services.
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Education 

Digital assets are here to stay and Tokenized 
Finance is expanding. The underlying block-
chain technology is unique and we are 
convinced that technical specifics have a high 
impact on potential use cases.

So how does their underlying technology work 
and how can their potential be harnessed by 
individual stakeholders? Besides the framework 
conditions discussed in this paper (e.g. digital 
identity, security), stakeholders of all kinds 
need a basic understanding and basic knowl-
edge of the technology in order to be able to 
leverage the advantages of Tokenized Finance 
as a whole or to mitigate risks. There is a cer-
tain level of expertise across multiple domains 
necessary to identify the use cases along the 
value chain and formulate a strategy that can 
be successful.

So how can you develop this expertise for to-
kenized finance and its underlying technology? 
One way to kickstart this development is by 
participating in training. This allows for first 
contact points with the underlying technology 
and allows for an easier entry for more complex 
topics. Through additional hands-on experience 
and proof-of-concepts, a solid knowledge can 
be built up.

However, training is not only a way to build 
knowledge, it also offers further opportunities 
to connect with experts, exchange knowledge 
and opinions. They can also serve as a way to 
sensitise decision makers about potential fraud-
ulent or unethical activities.

Overall, we see education as a key element to 
support the development of tokenized finance 
and leverage its benefits in our economy.
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Annex / Glossary / References
Asset Leg: represents the exchange of the security itself. If you are buying 
stocks, the asset leg involves the transfer of the stock from the seller’s ac-
count to the buyer’s account.

Asset Token: An asset token represents a right of ownership over an  asset 
which derives its value from something that does not exist on 
the blockchain, but instead is a representation of ownership of a physical 
asset.

AML: Anti money laundering (AML) refers to the regulations, laws and 
 procedures that aim to uncover the laundering of money obtained through 
illegal activities, in this case specifically through cryptocurrencies.

APY: annual percentage yield is the real rate of return earned on an 
 investment, taking into account the effect of compounding interest.

Atomic swaps: atomic swaps is a concept whereby assets of one ecosystem 
are ‘swapped’ for an equally valued amount of assets on another distinct 
 ecosystem, with the original asset being eliminated or rendered permanently 
unusable to avoid false inflation.

Bitcoin: The first cryptocurrency, created in 2009 by the pseudonymous 
Satoshi Nakamoto. It is a distributed and peer-to-peer cash system using 
blockchain technology.

Blockchain: A technology to transfer and store information in a distributed 
and trustless way in a network of participants.

Bridges: Allows for transfer of data or tokens between two different 
 blockchain protocols.

Burned: Permanently removed tokens from circulation purposely.

Cash Leg: commonly used in financial transactions, particularly in the 
 context of trading and settlement involving multiple currencies or assets. 
It refers to one side of a transaction, where cash or a cash-equivalent 
is involved. Cash leg represents the exchange of cash for the purchase or 
sale of a security (e.g. stocks, bonds). If you are buying stocks, the cash 
leg involves the payment of cash to acquire the shares.

CBDC: stands for Central Bank Digital Currency which is the digital form 
of a country’s fiat currency. A nation’s monetary authority and central bank 
issues and regulates a CBDC. Their value is linked to the issuing country’s 
official currency.

CEX (Centralised Exchange): Centralised exchange operated by a company, 
e.g. SIX.

Consensus: The process used by a group of peers, or nodes, on a block-
chain network to agree on the validity of transactions / common state 
 submitted to the network. Dominant consensus mechanisms are Proof 
of Work (PoW) and Proof of Stake (POS).

Crypto asset: A digital/virtual asset that uses cryptography to facilitate 
its operation (either as a currency or application).

CSD: central securities depositories.

Custody: The safekeeping of digital asset private keys.

DeFi: Short for Decentralised Finance. Any blockchain based financial 
 service.

Digital asset: any type of asset in digital format, that can be stored, 
traded, used digitally and that has an established ownership (i.e. tokenized 
shares, CBDCs, stablecoins, images, documents, rights, utilities, real 
 estate, tokenized funds). The term is often used to describe assets baked 
on blockchain technology.

Digital currencies: There are many types of digital currencies. For  example 
the money from the checking bank account or from the savings bank 
 account is digital currency. For the purpose of this white paper we 
will define digital currencies as digital forms of currency that are using 
blockchain technologies.

DvP: Delivery versus Payment. The DvP process ensures that the delivery 
of securities occurs simultaneously with the payment for those securities, 
reducing counterparty risk and ensuring a smooth and secure settlement.

Ether (ETH): The second-largest cryptocurrency, used by the Ethereum 
blockchain.

Ethereum: An open-source platform based on the Ethereum Blockchain 
launched in 2015. It offers smart contracts, making it possible to offer 
a flexible range of use cases besides the transfer of value.

Fiat currency: Government-issued currency. For example, CHF, 
US Dollars (USD), Euros (EUR).

Floating cryptocurrencies: currencies for which 1. their value is determined by 
the consensus mechanism and the algorithm that is set up for the particular 
blockchain and 2. the value of that currency is determined by supply and de-
mand dynamics (i.e. Bitcoin, Ethereum).

FINMA: Swiss Financial Market Supervisory Authority (Eidgenössische 
 Finanzmarktaufsicht).

Gas: Computational effort required to complete a transaction on ETH, 
 often referred to as transaction fees.

Governance Token: Token that can be used to vote on decisions that 
 influence an ecosystem.
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Hash: A programmatic function that takes an input, and then outputs an 
alphanumeric string known as the “hash value” or “digital fingerprint.” 
Each block in the blockchain contains the hash value that validated the 
transaction before it followed by its own hash value.

Hash Rate: Measure of performance revealing how many hashes per 
 second a computer can do. Each hash is an attempt to find a new block.

Hard Cap: Maximum supply of a digital asset mostly hard-coded in the 
 protocol.

Helvetia Project: Project of Swiss National Bank testing the settlement of 
tokenized assets in CBDCs; https://www.bis.org/about/bisih/topics/cbdc/
helvetia.htm

ICO: An Initial Coin Offering (ICO) occurs when a new cryptocurrency 
sells advanced tokens in exchange for upfront capital (“IPO for cryptocur-
rencies”).

Interoperability: Technologies allowing different blockchains to interact 
with each other directly or via intermediaries.

KYC: Know Your Customer. A standard procedure to identify the client’s 
identity, risk preference and financial situation.

Layer 2: Layer 2 is a set of upcoming scaling solutions for Ethereum and 
other blockchains.

Liquidity Pool: A liquidity pool is a crowdsources pool of cryptocurrencies 
or tokens locked in a smart contract, which is used to facilitate trades 
 between the assets e.g. on a decentralized exchange (DEX).

Multisig wallet / transaction: A crypto-asset wallet that requires multiple 
keys to access. Typically, a specified number of individuals are required to 
approve or “sign” a transaction before they are able to access the wallet. 
This is different from most wallets which only require one signature to 
 approve a transaction. MultiSig can be enforced by a program (Ethereum) 
or more natively (e.g. Bitcoin).

Native tokens: are a blockchain’s digital currency. Every independent block-
chain has its own native crypto currency that is used to reward miners and 
validators for adding blocks to the blockchain. Hence, native tokens are used 
as a payment method, including for transaction fees. Examples of native 
 tokens include Ether (ETH), bitcoin (BTC) and solana (SOL).

Non-native tokens: are derivatives of a blockchain built to rely on the native 
token. Non-native tokens are made for specific purposes and come in the 
form of governance tokens, wrapped tokens, and stablecoins, among others.

NFT: Non-fungible token, a type of digital asset token used to represent a 
unique (non-fungible) item. Owning this token proves ownership over the 
associated item, normally art, music and the like.

Payment Leg: The payment leg refers to the part of the transaction where 
the actual payment takes place in a specific currency . It involves the move-
ment of funds from one party to another to settle the financial obligation. 
The payment leg is typically associated with the currency used for payment 
and represents the transfer of value from the payer to the payee. For ex-
ample, in a foreign exchange transaction, the payment leg would involve 
the transfer of the agreed-upon amount of one currency to the other party.

P2P lending: Decentralised interaction between parties in a distributed 
 network. Use case: Two individuals lending each other money, in exchange 
for interest.

Peg: Specific price for the exchange rate between two assets, mostly used 
for “pegged” stablecoins.

Private Key: A private key is an alphanumeric string of data that, in MetaM-
ask, corresponds to a single specific account in a wallet. Private keys can be 
thought of as a password that enables an individual to access their crypto 
account. Never reveal your private key to anyone, as whoever controls the 
private key controls the funds associated with the corresponding address. If 
you lose your private key, then you lose access to that account.

Proof of Authority: A consensus mechanism used in private blockchains, 
granting a single private key the authority to generate blocks or validate 
transactions.

Proof of Stake (POS): A consensus mechanism in which an individual 
or “validator” validates transactions or blocks. Validators “stake” their 
cryptocurrency, such as ETH, on whichever transactions they choose 
to validate. If the individual validates a block (group of transactions) 
 correctly then the individual receives a reward. Typically, if a validator 
verifies an  incorrect transaction, then they lose the cryptocurrency 
that they staked. POS requires a negligible amount of computing power 
and thus energy compared to Proof of Work consensus.

Proof of Work (PoW): A consensus mechanism in which each block is 
‘mined’ by a group of individuals or nodes on the network. Hashing a block, 
which in itself is an easy computational process, under PoW each miner is 
required to solve a difficult variable. The process of hashing each block 
 becomes a competition. For each hashed block, the overall process of 
hashing will take a certain amount of time and computational effort. Thus, 
a hashed block is considered Proof of Work, and the miner that success-
fully hashes the block first receives a reward, in the form of cryptocur-
rency. PoW is significantly more energy-intensive than other consensus 
mechanisms, such as Proof of Stake.

Protocol: A set of rules that dictate how data is exchanged and transmitted. 
This pertains to cryptocurrency in blockchain when referring to the formal 
rules that outline how these actions are performed across a specific net-
work.

S
w

is
s 

Fi
nt

ec
h 

In
no

va
ti
on

s 
 

 
77

76

https://www.investopedia.com/tech/governance-why-crypto-investors-should-care/
https://www.investopedia.com/terms/s/stablecoin.asp#:~:text=Stablecoins%20are%20cryptocurrencies%20that%20attempt,a%20commodity%20such%20as%20gold.


Public key: The public key is derived from your private key, but one 
 cannot derive a private key from a public key. The public key, therefore, 
is obtained and used by anyone to encrypt messages before they are 
sent to a known recipient with a matching private key for decryption. 
 Often, the blockchain address is another representation of the public key.

Seed phrase: The seed phrase, mnemonic, or Secret Recovery Phrase 
 refers to a set of ordered words which correspond to determined values. 
These values never change, and therefore the same string of words in the 
same order will always produce the same number – this is the underlying 
functionality that allows seed phrases to back up wallets. In fact, the phrase 
can be used to restore your private keys and provides access to all related 
funds.

Slashing: known as staking punishment or slashing penalty, is a mechanism 
used in certain blockchain networks, particularly those that use Proof-of-
Stake (POS) or Delegated Proof-of-Stake (DPOS) consensus algorithms. It is 
designed to deter malicious behaviour and ensure the security and reliability 
of the network. Crypto slashing occurs when a validator or block producer 
is found to have violated the rules, jeopardising the network’s integrity. 
Such violations can include double-signing (confirming two different blocks 
at the same height), censorship of transactions, or other forms of malicious 
behaviour. When a validator is caught engaging in such activities, a slashing 
mechanism is triggered, resulting in the partial or complete confiscation of 
the staked tokens as a penalty. The confiscated tokens are “slashed” from 
the validator’s stake, and in some cases, they may also face temporary or 
permanent exclusion from the network.

Smart contracts: Smart contracts are programs whose terms are  recorded 
in computer code. While they often contain agreements or sets of actions 
between parties that emulate a traditional legal contract, they are not, in 
and of themselves, legal documents (i.e. contracts). Smart contracts are 
automated actions that can be coded and executed once a set of conditions 
is met and are the dominant form of programming on the Ethereum Virtual 
Machine.

Stablecoins: Where you take fiat money – regular currencies that we use 
today – and issue a token against it. As you can imagine, the value of that 
stablecoin in most cases directly follows the underlying currency that was 
collected before issuing the currency

Staking: Crypto staking is pledging a cryptocurrency toward helping 
 validate transactions on the blockchain.

STO: Security Token Offerings (STO). Comparable to IPOs, representing 
a share of an asset (e.g. a company) in the form of asset tokens. Compared 
to ICOs, STOs are more heavily regulated.

Tokenization: The process of turning a physical object into a virtual one in 
the form of a token using blockchain technology.

Token swaps: are important to help facilitate liquidity. Tokens can be 
swapped to an asset such as a stablecoin to either avoid market unrest 
and provide stability for a period of time.

Trading: Trading refers to the act of finding a counterparty and agreeing 
with that counterparty on a price for a certain number of units of assets. 
A central trading venue matches ask and bid orders and therefore demand 
and supply for a certain asset. The act of trading is clearly separated from 
the act of transferring the asset and obtaining legal finality on the transfer 
(i.e. settlement). While for spot markets, per definition, settlement typi-
cally takes place shortly after the trade has been concluded, in derivatives 
markets settlement may be well in the future.

Wallet: A cryptographic key pair and often referred to as a designated 
storage location for digital assets which has a public address for sending 
and receiving funds, hence the word wallet.

Yield Farming: Earning interest by investing on decentralized financial 
markets, mostly when an investor earns interest by lending digital assets 
to others or locking up the crypto in a liquidity pool.

Disclaimer
The vision formulated in this paper represents the view of the Swiss 
 Fintech Innovations association and is not the specific views of 
the financial institution representatives, who contributed to this paper.
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